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1. INTRODUCTION



2. EXTENDING EXECUTION TRACING
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2.2 Comparison with existing protocol

3. PROTOCOL DESCRIPTION
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4. FORMALLY MODELLING AND VERI-
FYING THE PROTOCOL



4.1 Modelling the protocol in Casper



4.2 Specifying security properties



5. LIMITATIONS OFMODELLINGUSING
CASPER AND FDR



6. CONCLUSION
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