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Abstract of a VO in which distinct, autonomous entities come

) ] o N together to exploit a perceived niche. When this is suc-
A key challenge in Grid Computing is the ability tq.essfyl, the collection of independent entities acts as a

cre.ate reliable .and scalable virtua_ll organisation.s. (VO§,)19|e conceptual unit in the context of the proposed
which operate in an open, dynamic and competitive &8srice, requiring that the participants cooperate and
vironment. In response, in the CONOISE-G projectoordinate their activities in delivering the services of

we are developing an infrastructure to support robygfs newly formed organisation. Part of this demands
and resilient virtual organisation formation and opergsat the participants have the ability to manage the VO

tion. Specifically, CONOISE-G provides mechanismggactively. In dynamic environments, however, the
to assure effective operation of agent-based VOs in thghiext may change at any time, so that the VO may

face of disruptive and potentially malicious entities ijq jonger be viable. It must then either disband or re-
dynamic, open and competitive environments. In thig,anqe itself to better fit the circumstances. This paper

paper, we describe the architecture of the CONOISEdascribes technologies developed to address both these
system, and provide details of its implementation. phases.

VOs thus provide a way of abstracting the complex-
1 Introduction ity of open systems to make them amenable to appli-
cation development. The organisational structure, par-
The engineering of systems that establish a fixed dicipant responsibilities, synchronisation concerns and
ganisational structure is not sufficient to handle maggonomic mechanics of the VO are hidden from the VO
of the issues inherent in open multi-agent systeraser. This has two benefits: first, agents can be used
(in particular, heterogeneity of agents, trust and ake- bridge between requester and providers to organise
countability, failure handling and recovery, and societtiie VO and to provide a layer of flexibility between
change [8, 11]). Such issues are becoming increasintgyuesting applications and the underlying service in-
important in the context of Grid computing, which aim#astructure; second, the VO fulfils the role of informa-
to enable resource sharing and coordinated probletien hiding in that the internal mechanics are abstracted
solving in dynamic, multi-institutional virtual organi-away from the requesting application, and the VO for-
sations (VOs) [8]. mation and management system either supports a re-
VOs are composed of a number of autonomous etest or fails at well-defined points.
tities (representing different individuals, departments While the notion of VOs underpins the vision of
and organisations), each of which has a range ®fid computing, the conditions under which a new VO
problem-solving capabilities and resources at its dishould be formed, and the procedures for its forma-
posal. While such entities are typically self-interestetipn, operation and dissolution, are not well-defined.
there are sometimes potential benefits to be obtainBus automated formation and ongoing management of
from pooling resources: either with a competitor (t¥Os in open environments thus constitutes a major re-
form a coalition) or with an entity with complementarysearch challenge, a key objective of which is to ensure
expertise (to offer a new type of service). The recothat they are both agile (can adapt to changing circum-
nition of this potential can be the cue for the formatiostances) and resilient (can achieve their aims in a dy-



namic and uncertain environment). In addition to tradi- | SP_| Ent [ News [ Text | Games| Tkis |

tional constraints that relate to issues such as resource sp1| 30 | 20 5

management and bidding strategies, we must also con- Sp2 10 50

sider softer constraints relating to contract manage- SP3 100 | 30 5

ment, trust between VO participants and policing of sP4| 30 | 10 60

contracts. SP5 50 45 10
The CONOISE-G project (Grid-enabled Constraint-

Oriented Negotiation in an Open Information Services Table 1: Potential Service Providers

Environmenthttp://www.conoise.ofgs directed at ad-
dressing just these issues. It seeks to support robust and
resilient VO formation and operation, and aims to pro-

Service Required‘ Units Required ‘

vide mechanisms to assure effective operation of agent- Entertainment | 50 mins per month
based VOs in the face of disruptive and potentially ma- News 10 updates per day
licious entities in dynamic, open and competitive envi- Text messages | 100 per month
ronments. In this paper, we describe the CONOISE-G Game Clips 60 mins per day
system, in which VO formation is grounded on three Ticketing 10 alerts per day

key technologies [13]: the agent decision-making, auc-
tions for allocation of contracts, and service discovery
incorporating quality of service (QoS) assessment. Table 2: Example service package request

In addition, however, to operate an effective VO in
open, dynamic and competitive environments, it is es- ) ) ) o
sential that we also consider how to encourage gob§ir service requirements, with VOs providing the re-
interactions, and cope effectively with bad ones. @ired services. However, forming and operating a VO
our view, this requires that QoS levels are monitorel§, complex. By way of example, suppose there are five
that uncertainty in participant behaviour, possibly ari§érvice providers§P1, ..., SP5), as in Table 1, each
ing from participant self-interest and strategic lyin ffering relevant multimedia services. These services
and collusion, is minimised, and that mechanisms f&m three groupsyvideo conten{Entertainment and
recognising and addressing contract violations ong@me Clips servicesiTML content(News and Tick-
they have occured are established. Addressing th€§89 services) antext messagingText service); and
concerns is integral to the wide-scale acceptance of tH8Y can be requested individually or taken as a pack-
Grid and agent-based VOs. age, with the constraint that the two services offered by

The contribution of this paper lies in the constructiof P2 must be taken together.
of an implemented prototype for dynamic re-formation We assume that these providers may demand differ-
of VOs through the integration of several different tectgnt prices for the same service, depending on the num-
niques. The paper begins with a motivating examphgr of units requested. For exampBR1 may offer 20
that introduces the need for VO formation and operBews updates per day£80 per month, and 10 updates
tion. It then describes the system architecture, elal®$£25 per month. Also, the quality of services may not
rating the different aspects identified above in suppd€ stableSP4may offer Games clips with a frame rate
of robust and resilient operation. The paper ends wittP&no less than 24 frames per second, but actually pro-
description of the implemented prototype that underligile a rate that drops below that level. Finally, not all
the core of the current work in the CONOISE-G proje@€rvice providers are trustworthy, and what they claim
to achieve effective VO formation and operation withimay not be what a requester will geBP5 may ad-

a Grid environment. vertise sought-after tickets that it does not possess, and
orders for tickets througBP5 may not always be hon-
2 A Motivating Scenario oured.

Now, suppose that Lucy wishes to purchase the ser-
As in [17] the motivating scenario is as follows. Lucyice package of Table 2. It should be clear from Ta-
visits the 2012 Olympic Games and using her PDAlJe 1 that many different solutions are possible. For ex-
accesses multimedia services such as news, clips frample, for 50 minutes of entertainment, b&R1 and
the Games, and ticket purchase facilities. Many s&P4 must be used, but different compositions of the
vice providers offer such services, so Lucy must dewo services are possible, with different price, qual-
termine potential providers, select an optimal packagdty, and degree of trust. To find a good solution for
and then track the changing market for better deals. drgiven service request, therefore, several issues must
such situations, creating a VO on demand can grealy addressed. During VO formation, multiple service
simplify the problem, allowing users merely to specifproviders may offer broadly similar services, each de-



scribed by multiple attributes including, for exampleany services provided by any members of the VO, and
price, quality, reputation and delivery time. We thereny member of the VO may invoke the Policing agent
fore need to determine how the relevant services fot@investigate any potential dispute regarding service
given service request may be discovered, and howmovision. Ultimately, our aim is for monitoring to
optimal package may be selected, based on the abtale place to inform the user when the actual service
attributes. During VO operation, however, the servicésvel diverges from the agreed service level. At present,
available may change over time: new services may b@wever, this is achieved by configuring the levels of
come available, or providers may alter the way in whid@oS for each service that will cause the QoSC to alert
existing services are offered. Quality of service anle VOM, using predetermined service provision and
provider reputation may also change over time. Thegeality level simulations. When the QoS provision
is thus a need to monitor the performance of the mewf-a service (say theewsservice in the scenario) in
bers of a VO in terms of their trustworthiness, quality ahe VO falls below an acceptable level of service, or
service and conformance to contract, and to restructsmme breach of contract is observed, the QoSC alerts
the VO when necessary so that the integrity and ugbe VOM, which initiates a VO re-formation process;
fulness of the VO are maintained. Thus, a poorly peelevant information is fed into the trust component to
forming service may be replaced, a contract-breakiegsure that the provider concerned is penalised to an
service may be dropped, and a new user requiremappropriate level by updating its record of trust.
may be accommodated. In this re-formation process, the VOM issues another
Creating and then effectively managing a VO in message to the YP requesting a list of SPs that can pro-
dynamic environment thus poses significant reseangble the newsservice. As before, the YP identifies
challenges. In seeking to address them, we have deysissible SPs, bids are received and evaluated, result-
oped a system for dynamic formation and operation ipig in the CA determining the best SP to replace the
VOs. In the following sections, we outline the systerailed provider. At this point, the VOM re-forms the

architecture and describe its key components. VO with the new SP replacing the old one, and instructs
. the QoSC to stop monitoring the old SP and to moni-
3 Architecture tor the new one instead. In the following sections, we

discuss the core technical components of operation and
In essence, the CONOISE-G architecture compris@sformation processes in more detail. Further details
several different agents, includirgystem agentand of the formation process can be found in [17].
service providergdSPs), as shown in Figure 1. The
former are those needed to achieve core system fumgsst and Reputation
tionality for VO formation and operation, while the lat-
ter are those involved in the VO itself. For simplicitylt is now well established that computatiortalist is
we omit some specific components that perform bagigportant in such open systems [16]. Specifically, trust
functions, such as a Yellow Pages (YP) agent, singgovides a form of social control in environments in
they add little to the issues to be discussed. which agents are likely to interact with others whose
Assuming that service providers have already aiMentions are not known. It allows agents within such
vertised their services to a YP, the VO formation preystems to reason about the reliability of others. More
cess starts with a particular SP acting on behalf ofsgecifically, trust can be utilised to account for un-
user, the Requester Agent (RA), which analyses thertainty about the willingness and capability of other
requester’s service requirements, locates the relevagents to perform actions as agreed, rather than de-
providers through the YP, and then invites the identifideicting when it proves to be more profitable. In this
providers to bid for the requested services. The qualork, we adapt Gambetta’s definition [9], and define
ity and trustworthiness of the received bids are assesegt to bea particular level of subjective probability
by the Quality Agent (QA) and the trust component, ravith which an agent assesses that another agent will
spectively, and the outcome is combined with the prigerform a particular action, both before the assessing
structure by a Clearing Agent (CA) [13] to determinggent can monitor such an action and in a context in
which combination of the services/providers will formwhich it affects the assessing agent’s own action
an optimal VO (in terms of price, quality and trust) for In CONOISE-G, trust is often built over time by ac-
the requester. At this point, the VO is formed and thmimulating personal experience with others; we use
RA takes on the role of VO Manager (VOM), responsthis experience to judge how they will perform in an
ble for ensuring that each member provides its serviae yet unobserved situation. However, when assessing
according to contract. our trust in someone with whom we have no direct per-
During the operational phase of the VO, the VOMonal experience, we often ask others about their expe-
may request the QoS Consultant (QoSC) to monitaences with this individual. This collective opinion of
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Figure 1: The CONOISE-G system architecture

others regarding an individual is known as the individiiscount the opinion provided by that source. To meet
ual'sreputation which we use to assess its trustworththe above requirements, we have developed TRAVOS
ness, if we have no personal experience. [18], a trust and reputation model for agent-based VOs.

Given the importance of trust and reputation in ODZ{;;The first and the second requirements have been

systems and their use as a form of social control, s alt with in earlier work [17]. The novel contribution

eral computational models of trust and reputation ha@bTRAVOS .is in the way it addresses the'third. Inagcu-
been developed, each with requirements for the dom g reputation reports can be due to opinion praviders

to which they apply (see [16] for a review of such mo(peing malevolent or having incomplete information. In

els). In our case, the requirements can be summari%é’(ﬁh cases, an agent must be able to assess the relia-

as follows. First, the model must provide a trust mef!lty Of the reports passed to it. The general solution

ric that represents a level of trust in an agent. Sucﬁoapoping Wit,h .inacc.:urate reputation rgports .is to adjust
metric allows comparisons between agents so that &{égnorehoplnlf?ns JUdgEd to be u,nrellable (m order: to

agent can be inferred as more trustworthy than anotH&AUce their effect on the trustee’s reputation). There
The model must be able to provide a trust metric givéli€ WO basic approaches to achieving this that have

the presence or absence of personal experience. EEN proposed in the literature; Jgsang et al. [19] refer
ond, the model must reflect an individuatienfidence to these agndogendouand exoglgnbcl)usnethod's. Thfe

in its level of trust for another agent. This is necessal mer attempt FO : _ent|fy unretiable reputatlpn intor-
so that an agent can determine the degree of influefie@tion by considering the statistical properties of the
the trust metric has on its decision about whether or r{gporr:ed _olcomlons alone (i‘g' [1?]’ 'G]d). The latter rﬁly
to interact with another individual. Generally spealgﬂ other |n.ormat|on to make such ju ggmen_ts, such as
ing, higher confidence means a greater impact on {hie reputation of the source or the relationship with the

decision-making process, and lower confidence medfistee (e.g. [3, 20]).

less impact. Third, an agent must not assume that théMany proposals for endogenous techniques assume
opinions of others are accurate or based on actual that inaccurate or unfair raters will generally be in
perience. Thus, the model must be able to discouniminority among reputation sources. Based on this
the opinions of others in the calculation of reputatiomssumption, they consider reputation providers whose
based on past reliability and consistency of the opiniapinions deviate in some way from mainstream opinion
providers. However, generally speaking, existing motb be those most likely to be inaccurate. Our solution
els do not allow an agent to effectively assess the ral-exogenous, in that we judge a reputation provider on
ability of an opinion source and use this assessmenthe perceived accuracy of its past opinions, rather than



its deviation from mainstream opinion. Moreover, wBolicing within a VO

define a two step-method: First, we calculate the prob- ) _
ability that an agent will provide an accurate opiniowh”e trust and reputation ratings are able to reduce the

given its past opinions and later observed interactioféelihood of poorly performing (or malicious) agents
with the trustees for which opinions were given. Sefecoming part of a VO, they do not offer any mech-
ond, based on this value, we reduce the distance BBISM for minimising the impact of undesirable be-
tween a rater’s opinion and the prior belief that all po§iaviour, such as an agent contracting to provide ser-
sible values for an agent's behaviour are equally pro¢es it does not deliver. The policing system deter-
able. Once all the opinions collected about a trustBénes whether a party is in breach of a contract, de-
have been adjusted in this way, the opinions are 4§mines if any corrective action (as stipulated in the
gregated. This is done such that, if all rater’s opinioff@ntract) should be taken, and informs the trust mecha-
are considered accurate, the resulting trust value is fHgm of the result. Given the scalability concerns inher-
same as if the truster hatirectly experienced all the €ntin large, open distributed systems, the CONOISE-G
previous interactions of the raters with the trustee. fiyStem responds to reported exceptional circumstances,
addition, however, any rater whose opinion is not cof@ther than monitoring operation.

sidered completely reliable will have their affect on the The policing system initiates an investigation follow-
overall evaluation of the trustee reduced. In the extrerid the receipt of a complaint from a VO member. The
case, an opinion which is judge to have a 0 probabiliBfocess begins by obtaining the contract at the centre of

of accuracy will have no affect on the overall evalughe dispute, and gathering evidence to determine the ac-
tion. tual state of affairs. This can take on a number of forms,

) , ) including reports from agents in the system and other
The implementation of TRAVOS in CONOISE-Ggpitacts: it is recursive, in that one piece of evidence
has three main parts. First, there is a trust cOmpGuy have further evidence supporting or rebutting it.
nent inside each agent that allows it to calculate rysfthermore, agents can submit evidence in support of
and confidence values based on its own experiencgsagainst a conclusion. The evidence gathered, there-
This component s also responsible for aggregating e " constitutes a set of defeasible arguments in sup-

opinions (by the process described above) provided By of and in defence of the complaint. Our approach
others when an agent does not have sufficient persogglyows from computational models of legal reasoning
experience. Second, we have well defined trust ontolg; argumentation [2].

glet_s thzt Iorm the baf'S.Of thde trtjst-relﬁted cotmmtunl- e thus view the policing system as consisting of a
cation between agents In order 1o exchange trus ber of distinct components, contained in both the

reputatlon.mformatlon.. Third, to address_ the problegh ironment infrastructure and the individual agents:

of scalability we have mplementerépu;auon bro!<er .a component able to describe ideal system behaviour
agentg When an agent W|§hes to obtain reputation i requiring a contracting language and a set of contract
formation in CONOISE-G it can make use of these br 1stances); an interface to allow agents to provide argu-

kering agents, of which several may existin the SYSt®fents and evidence to the system, as well as a method
serving as a distributed store of reputation informatiogJ allow the system to request further information: a

A reputation broker provides an aggregated store lgfasoning mechanism to determine the evidence to be
trust information relating to specific service providegathered; and a technique for weighing up evidence,
agents and each of their services. However, before amyhout which policing agents cannot combine argu-
agent can query the broker, the broker must obtain thients to reach a verdict.
trust information that will form the query result. We In CONOISE-G the representation of contracts is
achieve this using aubscribe and publismechanism, based on the emerging Web Services standard for
by which the broker subscribes to agents in the comgreements, WS-Agreement [4]. We extend this lan-
munity which then publish their internal informatiorguage to represent concepts such as prohibited activi-
(the store of outcomes based on their individual direti¢s, transferable responsibilities and group actions that
experiences) to the broker. Agents in the communitip not appear in the existing standard. We are also
can obtain reputation information from these brokemsvestigating methods for grounding the semantics of
by sending query messages, to which the brokers @rch contracts to bring these pragmatic approaches
reply with the relevant information or a failure meseloser to formal contract specification languages such
sage in the case where they do not have such infornaa-those developed by Dignum et al. [7] and Pacheco
tion. When an agent does receive reputation informand Carmo [14]. The evidence gathering mechanism
tion from a broker, it assesses the accuracy of this infe@mployed is tightly coupled with the reasoning machin-
mation, just as it would if the information was sourcedry; both activities are driven by sets of defeasible argu-
from an individual reputation provider. ments. Agents involved in the contract may submit ev-



idence to the policing agent, which can ask questiomspp in QoS. Taken together, these tasks provide a ver-
obtain logs, etc., according to the rules of a dialogsatile, accurate and robust QoS monitoring mechanism.
game developed for the purpose of evidence gather-
ing. Strategies for determining what evidence shoull  Implementation
be submitted or sought, as well as reasoning about how
arguments and evidence interact and combine are beligg CONOISE-G environment is FIPAcompliant
used to facilitate reasoning about contract failure. Littend the implementation uses the JAD&gent plat-
related work on reasoning about contract failure exiform. Agents communicate by exchanging FIPA ACL
although the work of Daskalopulu et al. [5], in whicagent communication language) messages, the con-
Dempster-Schafer theory is employed, is one of the dgnt of which is defined using lightweight ontologies
ceptions. However, a number of scientists have investikpressed in Semantic Web (SW) representations, fol-
gated methods for combining evidence in general, almiving experience from previous work [10]. We chose
the use of techniques from argumentation theory in péirese representations in preference to the more conven-
ticular [15, 12], and it is this work that complements thi#gonal use of FIPA-SL in the content of FIPA messages
policing model being developed in CONOISE-G.  for a number of reasons. First, the SW representations
are more widely used than FIPA-SL, so CONOISE-G is
Monitoring QoS Levels lent greater interoperability by aligning with W3C rec-
ommendations. Second, we can reuse existing schemas
During the operation of a VO, it is important that thand ontologies; for example, we borrowed heavily from
QoS provision is monitored. The QoS data collectede DAML-S service ontology. Thus, we would be in a
from this monitoring process is vital in supporting thgosition to exploit any existing schemas or ontologies
creation of a resilient VO. First, it serves as “evidenceri a particular application domain. Third, particularly
in a range of critical assessment. For example, the QaShe lower (RDF) layers of the SW formalism stack,
data is used: by the Trust component to establish time semantics of the data model are much simpler than
level of trust that can be placed in a service and servig#PA-SL (while still adequate for operational use), so
provider; by the Policing agent to deal with complaintshere is less of a learning curve for designers and im-
and by the QA to assess QoS for services during futyie@mentors of CONOISE-G agents
VO formations. Second, the QoS data helps monitorin the current system, we have created a set of inter-
and predict any QoS degradation within a VO. Any deelated ontologies expressed in a relatively lightweight
tection or prediction of such degradation can result inanner as RDF schemas. For now, RDFS is suf-
a possible replacement of a VO member, or trigger ieiently expressive to capture usable structures, and
formation of the VO, ensuring that the VO maintaingas allowed us to rapidly develop the necessary mes-
an agreed level of QoS provision, limiting any damagsage formats for inter-agent communication in our sce-
to its reputation. nario. We envisage the definitions in the ontologies be-
In the CONOISE-G system, the monitoring of Qo$g refined with the addition of OWL (Web Ontology
provision is carried out by the QoSC, which is designédinguage) statements once the formats have stabilised
to perform three main tasks. The first entails the recortirough further testing and refinement. Two sample
ing and gathering of QoS data, a continuous activiDF messages expressed using a number of the on-
that contributes to a QoS database. Here, data colltm@egies are shown in Figures 2 and 3. The first shows
tion is performed through the use of network sensaassample call for bids, as issued to SPs. This consists
and, for simplicity, we also assume that the QoS at aaf/an instance of a us&equirement  structure, stat-
point on the link from the provider to the consumer igig a number of services that the user's requirement
the same. The second task involves the monitoring@fnsistsOf , and also aqualityPreference
the QoS level. The current level of service provision groperty, indicating that the most important thing for
calculated from the data that is collected from the ndhis user is lowest cost. The descriptions of each re-
work sensors and compared to the QoS level statedjinired service are adorned with service-specific prop-
the service level agreement. Any service whose Qe8ies; for example, thBlovieContent  requirement
has dropped below the level required is then reportepecifies a number of movies (per month), a subscrip-
to the VOM concerned. Since QoS data can be gdion preference, and a genre type. This illustrates the
erated continuously at a very fast speed, and needsise of terms from three CONOISE-G ontologies:
be processed with respect to dynamic, ad-hoc monitor- ] )
ing requests from individual VOMs, we adopt a data ® the package ontology describes service
stream [1] approach to QoS monitoring in constructing  Packages, defining terms such as the class
the QoSC agent. The third task to be performed by theinp:/mww fipa.org
QoSC is that of alerting the VOM to any anticipated 2http://sharon.cselt.it/projects/jade




<package: Requirement rdf:about="http://conoise.org/samples/request” >
<quality:  qualityPreference rdf:resource=
“http://conoise.org/ontologies/quality#minCost”/ >
<package: consistsOf
rdf:type="http://conoise.org/ontologies/media#PhoneCalls”
media:numberOfMinutes="25"/ >
<package: consistsOf >
<media: MovieContent media:numberOfMovies="72" >
<media: subscriptionType rdf:resource=
“http://conoise.org/ontologies/media#monthly”/ >
<media: mediaStyle rdf:resource=
“http://conoise.org/ontologies/media#scienceFiction”/ >
<I/media: MovieContent>
<Ipackage: consistsOf >
<package: consistsOf >
<media: HtmlContent media:updateFrequency="24" >
<media: mediaStyle  rdf:resource="http://conoise.org/ontologies/media#news”/ >
</media: HtmiContent >
<Ipackage: consistsOf >
<package: consistsOf
rdf:type="http://conoise.org/ontologies/media#TextMessaging”
media:numberOfMessages="100"/ >
</package: Requirement>

Figure 2: RDF call for bids sent to SPs

Requirement and the propertgonsistsOf These examples illustrate how the capability to cre-

ate modular, interlocking ontologies using the SW for-

e the quality ontology describes domain-malisms allow us to build up quite elaborate informa-

independent quality-of-service terms such a®n representations, all of which are easily serialisable

the qualityPreference property, and its in a portable, open XML syntax, and easily parsed and
various settings such as “minCost”; processed using tools such as Jéna2

e the media ontology defines all application
domain-specific terms for the Olympics scenari®y  Conclusions
including the service classddovieContent
HtmIContent PhoneCalls , and The work described in this paper takes an approach in
TextMessaging , all of which the ontol- which issues relating to the formation and operation of
ogy defines to be (indirect) sub-classes of thebust VOs in the dynamic environments with unreli-
generic CONOISE ServiceProfile class able agents are considered. In contrast to the “brawn”
(closely based on DAML-S). of the Grid, we have concentrated on the “brains” [8]
— on the development of techniques for autonomous
The second sample message, in Figure 3, shows afiidblem-solving in VOs. Thus, we have described an
issued by one of the SPs in response to the call showmgent architecture for re-forming VOs in the face of
Figure 2. The bid is for just one of the required servicesireliable information, through the use of a range of
(theHtmIContent part); theBid structure is similar techniques that support robust and resilient VO forma-
to theRequirement  structure in that it also employstion and operation for application to realistic electronic
the consistsOf  property, but here there is also amommerce scenarios. We described our implemented
identified instance of &rovider , whose properties prototype of the system, and elaborated the work be-
are defined using terms from tipeofile ~ ontology ing done on extending the system to incorporate more
(that also defines th8erviceProfile class men- sophisticated application scenarios.
tioned above). This information allows the user to ac-
cess the service if the bid is ultimately accepted as p&¥éknowledgements

of the winning package. Note also that the services Q{'ONOISE-G is funded by the DTI and EPSRC through

fered_ in bids havePr!ce _strugtures attz_iched, Whlthe Welsh e-Science Centre, in collaboration with the
are rich enough to identify different prideandsde-

pending on the volume the user might wish to consume.3http://www.hpl.hp.com/semweb/jena2.htm




<package: Bid rdf:about="http://conoise.org/samples/pa2bid#bid2”

</package:
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<package: providedBy >
<package: Provider
profile:fipaAddress="pa2@conoise.org:15551/JADE"

<profile: name>Provider Agent 2 </profile:
<Ipackage: Provider>
<Ipackage: providedBy >

<package: consistsOf

name>

<media: HtmIContent rdf:about="http://conoise.org/samples/pa2bid#pa2news”

media:updateFrequency="72"

<media: mediaStyle

<package: hasPriceStructure
rdf:type="http://conoise.org/ontologies/package#Price”

>

package:min="0" package:max="10" package:unitPrice="3"/

<package: hasPriceStructure
rdf:type="http://conoise.org/ontologies/package#Price”

package:min="10" package:max="50" package:unitPrice="2"/

<package: hasPriceStructure
rdf:type="http://conoise.org/ontologies/package#Price”

package:min="50" package:max="1000" package:unitPrice="1"/

</media: HtmIContent>
<Ipackage: consistsOf >
Bid>

rdf:resource="http://conoise.org/ontologies/media#news”/

Figure 3: RDF bid issued by SP
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