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Abstract

This paper examines how the web is used in contexts of post-conflict governance building in fragile states, how it is conceptualised in those uses and what implications this has. Related academic research in the field mentions the web and other communication technologies only in relation to transnational web use by diasporas. Meanwhile, recent pilot projects conducted by international organisations and others in the related areas of conflict prevention and governance building in developing countries provide invaluable evidence of both the importance of the web in post-conflict settings and the urgent need for a deeper, more critical understanding of these uses. Specifically, multiple and sometimes contradictory conceptualisations of the web are in play, with very different implications for current understanding and future development of the web in post-conflict governance building in fragile states.
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Introduction

If the Internet can provide a canvas upon which nations can paint their social, linguistic, cultural, and political beliefs, then perhaps the physical struggle for safe cultural havens and borders may no longer be as necessary for their preservation or evolution.\textsuperscript{1}

This highlights what many have described as the power of information and communication technologies (ICTs) to effect socio-political change. Over time such arguments have addressed the role of new digital technologies in eroding state power - in the early globalisation discourse\textsuperscript{2} - with current attention to their part in toppling oppressive regimes, evident in commentary on the so-called Arab Spring.\textsuperscript{3} The latter led the United Nations Development Fund (UNDP) to note that events related to the Arab Spring 'have demonstrated the relevance and impact of Information and Communication Technologies (ICTs) on governance and conflict transformation processes'.\textsuperscript{4}


While these ideas are in the process of being formulated at policy level, little is known about what role the web and ICTs might have in fragile contexts. This paper therefore explores how the web is used in contexts of post-conflict governance building in fragile states, how it is conceptualised in those uses and what implications this has, for both the wider endeavour of governance building and conflict-affected societies. It is important to begin such an exploration with a critical perspective on the impact of technology on socio-political transformations. Indeed initiatives such as Mark Zuckerberg’s ‘Internet.org’ project which ‘aims to greatly expand Internet access throughout the developing world’\(^5\) illustrate a perspective that rests on the assumption that technology is somehow inherently progressive and able to solve complex socio-political issues. This is evident in Nobel Prize winner Muhammad Yunus’ statement on Zuckerberg’s project that ‘[e]xtending Internet access […] to the next 5 billion people is key for solving all social problems’.\(^6\) We do not suggest here that the work undertaken using ICTs for development or in conflict situations necessarily rests on these assumptions, but rather that to better understand how technologies are used to affect social changes, it is important to problematize the relationship between the social and the technological. Consequently our approach in this paper is one that aims to move away from technological determinism and where the mutual shaping of technologies and societies is considered.\(^7\) Therefore the focus is not on technological developments that might help ‘solve’ issues that arise in post-conflict settings (or fail or have failed to do so), but on how both might co-evolve to reinforce or hinder intended outcomes of governance building efforts.

This approach also suggests the need to frame our analysis within existing debates on the mechanisms shaping outcomes of current post-conflict governance building efforts. A full discussion of these debates, essential for future research in this field, falls outside the scope of the present analysis which aims primarily to establish a framework for thinking about the role of the web and ICTs in post-conflict governance building in fragile contexts. We therefore consider two main axes around which outcomes of governance building endeavours have been evaluated in the literature: the tension between external interventions and local legitimacy and tensions between top down and bottom up approaches to governance building.\(^8\) We consider these debates as they touch upon a central dilemma of governance building efforts, the inherent tensions between the needs for effectiveness and legitimacy, both considered crucial for successful governance building.\(^9\) This provides a useful frame of reference and context for the arguments and conclusions presented in this paper, which cannot ignore the normative dimension of the field. Indeed the main argument developed in this paper is that critically assessing how the web is conceptualised in post-conflict
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governance building efforts has implications on the contribution it makes to these efforts and can explain some of the consequences that have been observed in cases where the web has been used.

We begin our analysis with a review of the emerging body of literature on the so-called digital diasporas and their impacts on local post-conflict governance building efforts. And whilst this demonstrates a nascent interest in how the web is used in post-conflict settings, it also points to the need to look elsewhere for insights that might contribute to a better understanding of this use. A review of policy documentation and practice covering the policy frameworks of the United Nations (UN), the World Bank, the Organisation for Economic Cooperation and Development (OECD) the US and the UK showcases a variety of different ways the web and its related technologies are used in post-conflict governance building activities. Furthermore it highlights that promising and relevant insights can be found in two emerging and related fields: ICT for conflict prevention and ICT for governance building. These insights are presented in two case studies of projects where the web and web-related technologies were used for conflict prevention in fragile states on the one hand, and for governance building in low-to middle-income countries on the other. They highlight what technologies are used, how they are conceptualised and sketch early analyses on their strengths, weaknesses and potential, which can be extended to post-conflict governance building in fragile states.

Finally combining insights from both the literature and policy review with those obtained from the case studies we critically assess how the web is conceptualised in these cases, delineating from this six main notions of the web for post-conflict governance building in fragile states: the web of (big) data, the web as a management tool, an information sharing tool, an alternative space, an agent of social change and of empowerment, to show complementarities and conflicts among these conceptualisations that should not be ignored both theoretically and in practice. Indeed risks and opportunities arise from the fact that the intentionality associated with one or other conceptualisation of the web in particular projects fails to take into account the features, emergent or designed, associated with the other conceptualisations of the web. We conclude by showing examples from the cases reviewed where that has had significant impact on outcomes. We show that, in governance building efforts, where successful outcomes are ill-defined and have proved rather intangible so far, using technologies such as the Internet and the web can have the potential to effect change, but that this often does not happen in the way it was primarily intended because there are many ways to conceptualise the web, from both those designing the projects, those implementing them and those supposedly benefiting from them. Success may remain elusive, but a better understanding of the arguments presented in this study would contribute to a clearer understanding of the parameters affecting such outcomes, by laying the foundations for developing more effective conceptual and practical frameworks to understand the complex processes of change unfolding in those contexts.

What role for the web in post-conflict governance building in fragile states?

In her work on digital diasporas, Brinkerhoff takes as her starting point the impacts of information technologies and migration on societies emerging from conflict and notes that ‘conventional wisdom holds that IT, especially as it is applied transnationally, poses a threat to nation-states’ sovereignty and capacity to govern’. The main argument here is that diasporas, ‘immigrants who maintain a connection, psychological or material, to their place of origin’, use the web in ways that have an impact on post-conflict governance building in their home countries or regions. Brinkerhoff cites three examples that relate to three aspects of governance previously mentioned: effectiveness, legitimacy and security. The first is the Afghan-American diaspora’s contribution to
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government capacity and service delivery through their use of the web to link diaspora expertise to needs in development projects. The second considers how the Egyptian Copts leverage a range of communication technologies to educate other Egyptian Copts, gather information or expose atrocities and discrimination and thus serving to create accountability mechanisms. The final example of the Somali diaspora illustrates, according to Brinkerhoff, the potential for de-linking ideological disagreements or debates from physical violence by enabling these conversations to occur ‘in cyber space rather than the real world’. This last point is the main subject of Turner’s paper which argues that discussions of a controversial nature happening in cyber space enable some of the reconciliation necessary in conflict-affected societies, in particular those where such discussions have been outlawed. Brinkerhoff finally highlights a number of characteristics of the Internet as an enabler of global, coordinated action that in turn impacts post-conflict governance building efforts on the ground, such as increased access to information beyond specific location, the reconfiguration of networks of communication, the provision of an organisational base that allows for the creation of a sense of identity and solidarity around a shared cultural heritage or specifically framed issues.

There is therefore a sense that some characteristics of the web and its related technologies seem favourable for its use for post-conflict governance building. Indeed the web has been shown to enable the spread of information among interested parties not necessarily present in the conflict-affected region, to help organise and manage support for local projects as well as provide a platform or space in which reconciliation could be facilitated. These arguments have however so far focused on digital diasporas, and wider considerations on the role of the web in fragile contexts has yet to enter academic discourse on a systematic basis.

In order to shed more light on this emerging field, we turn to the policy and practice of post-conflict governance building in fragile states. While many overlaps exist in the work of the actors under consideration, their policies and activities are far from being either homogeneous or coordinated. Therefore examining a broad range of states or organisations active in post-conflict governance building efforts seemed a useful starting point.

Summarising our analysis of over 45 policy documents and project reports on post-conflict governance building, we found some evidence of consideration for the web and other communication technologies. The UK Stabilisation Unit, in a section on ‘strategic communications’, notes that it might be necessary to invest in local communication infrastructure to support the essential objectives of strategic communications in support of stabilisation activities. In its Guiding Principles, the US Government stresses the need for an independent and accessible media sector including ‘print, broadcast, or Web-based outlets that serve the public interest by disseminating information to the population about social, economic, and political developments’. The Principles then go on to highlight the need to differentiate between media and strategic communications in both conceptual and infrastructure development, in order to maintain legitimacy for local governance actors. Similarly the World Bank stresses the importance of using the web, together with radio and TV, to provide information to the citizens and thus support their right to open information as a prerequisite to effective governance. More emphasis is found on the role of the web and ICTs in the publications and activities of the OECD and the UN. Indeed one OECD report notes that ‘[m]obile phones have a host of applications that are directly relevant to fragile states. They are used for example to seek or share information on agricultural markets, store or transfer money, monitor suspicious activity, or mobilise external actors to provide support for local groups’.
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stock loss and corruption. It goes on to note the temptation to use these technologies to ‘bypass inefficient governments by directly channelling resources to citizens’.  

While the bulk of the UN policy documents on post-conflict governance building in fragile states does not expressly mention the web in that context, two strands of practice stand out within the UNDP as highly relevant to the questions posed in this study: the work on e-governance undertaken within the Democratic Governance bureau, and the work on ICT for conflict prevention undertaken within the Crisis Prevention and Recovery bureau. In a revised version of a March 2013 brief on Mobile Technology for Conflict Prevention and Recovery published in July 2013, an introductory note was added stating:  

‘Emerging social movements, including those witnessed throughout North Africa, the Middle East, and elsewhere in both the North and South, have demonstrated the relevance and impact of Information and Communications Technologies (ICTs) on governance and conflict transformation processes. […] Through low cost tech like SMS technology, people’s voices are being heard in new ways, creating opportunities to mobilize support at the local and global levels like never before.’

The Issue Briefing then highlights the main characteristics of the technology that ‘offer promise’ for the UNDP’s work on conflict prevention: its speed, affordability and flexibility. The most relevant policy documents thus show the emergence of pilot projects for both governance building in low to middle income countries, rather than conflict-affected areas, and the use of ICTs in conflict prevention. And while they do not directly and comprehensively address the role of ICTs in post-conflict governance building in fragile states, both cases provide relevant insights into some of the considerations central to that field, as shown below.

The web and conflict prevention

A first related area of practice involving the use of ICTs in fragile contexts is for conflict prevention. The projects featured in this case study were presented in the UNDP’s report New Technology and the Prevention of Violence and Conflict. In all projects reviewed, conflict prevention was the overall objective with the aim of coordinating engagement from a wider array of sources of information in a timely manner. For example the ICT4 Peace project within Eastern Africa’s Conflict Early Warning and Response Mechanism (CEWARN) came about due to a growing realisation that the lack of infrastructure in the region meant that some potential conflict hot spots were up to 400 km away from telecommunication coverage. Information is gathered either from the public by crowdsourcing through various means (social media or SMS), or through trained professionals, as for the ICT 4 Peace project in Kenya or the Blue Nile Participatory Digital Mapping projects which combined the sources. Alerts in relation to any conflict situation are then transmitted to a database via interphased programme (Uwiano platform project in Kenya) or entered manually (Sudan Crisis Mapping and Recovery (CRMA), ICT 4 Peace), but are not acted upon or passed on before being verified by desk clerks. Verification procedures vary from projects, from a phone call to the individual who made an SMS alert for example in the Uwiano platform project, or through a procedure of triangulating
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different sources, as in the Sudan vote monitor project.\footnote{Puig Larrauri ‘New Technologies’} The information is then stored, passed on, analysed and the data resulting from the alerts might be reused for other purposes, such as the peace messages and other information sent out to every person reporting an incident in the Blue Nile Participatory Digital Mapping project.\footnote{Ibid.} According to officials, the use of the Uwiano platform strengthened constructive negotiation and consensus formation among communities in conflict across the country by facilitating dialogues and fostering reconciliation fora in identified hot spots. It built trust among communities and strengthened national and local capacity and coordination of partners in responding to conflict in Kenya.\footnote{Musila, ‘Early Warning’} On the other hand the ICT4 Peace project was widely perceived as a disappointment.\footnote{Ibid.} The field monitors were not trusted by local communities, which undermined their reporting capabilities, the radios were outdated and thus hard to maintain, and while information gathering sped up, analytical capabilities did not follow, with information taking approximately six months from the time they are entered into the CEWARN reporter to being passed on regionally as appropriate.\footnote{Ibid.} This shows that the institutional capacity to process the information is as important as the ability to receive the relevant information.

Puig Larrauri criticised the Sudan projects for being ‘technologically driven and short term’, but recognised that they validated the hypothesis of leveraging communication technologies and crowdsourcing activities to monitor possible causes of conflicts.\footnote{Ibid.}

The main pitfalls identified across all projects related to issues of appropriateness and sustainability of the technology, financially and in terms of time, and existing levels of technological literacy. Authors also commented on the possible negative consequences of nefarious use of the technology, such as intentional misinformation or use of technology to assist in cattle raiding, with the potential to greatly exacerbate conflict.\footnote{Ibid.}

Moreover project evaluations commented on wider issues to consider, such as the question of ownership of data and whether donors through funding have a right to access data they might be more capable of acting upon than local stakeholders. There was some recognition that security-related information is sensitive and determining openness in this case is not straightforward and carries risks to the reporters themselves either individually or as a perceived threat by local government institutions.\footnote{Ibid.} Finally there was consensus across all projects that a technology which is not linked or compatible with existing systems and technologies cannot be effective.

The web and governance building in developing countries

Two projects are highlighted in this section, both presented in the UNDP’s report \textit{From Connectivity to Service Delivery: Case studies in e-governance}, the Access to Information (A2I) Programme in Bangladesh and a National Identification System in Cape Verde.\footnote{UNDP, \textit{From Connectivity to Service Delivery: Case studies in e-governance} (New York: UNDP, 2013) http://www.undp.org/content/undp/en/home/librarypage/democratic-governance/access_to_informationande-governance/from-connectivity-to-service-delivery---case-studies-in-e-govern (accessed June 20, 2013)} The objectives of the projects were framed directly in line with the UNDP’s e-governance framework which links broader ICT access for citizens to greater participation, achievement of the Millennium Development Goals agenda, in particular Goal 8 Target F and enhanced service delivery by the governments. In line with the UNDP’s framework, the rationale behind implementing these projects rests on the perception of ICTs in the context of governance as ‘catalytic enablers’, mainly due to the rapid innovation they are deemed to foster.\footnote{Ibid., 9} The aims are to increase efficiency, transparency and accountability of public institutions, enhance information access and provision of basic services to the overall population and
promote citizen participation in policy-making processes, particularly among the poor and marginalised. In both cases the outcomes were deemed mainly positive in the UNDP’s report, which cites the computerisation of the electoral lists and electronic identification of voters as having ‘increased citizens’ confidence in the electoral system’ and perhaps a reason why participation in the May 2008 elections was so high. However in the Cape Verde programme, it was highlighted that it was the upper and middle income classes that were targeted by the activities, thus neglecting the 41 percent of the population in the country living on less than $2 a day. Moreover the success in Bangladesh is mostly assessed in terms of strengthening governmental policy on the use of ICTs rather than on the successful implementation of the programmes (and inter alia the technologies).

Conceptualising the web for post-conflict governance building in fragile states
From the discussion so far, we have described various ways the web is or can be conceptualised for post-conflict governance building in fragile states. In this section we show that this has an impact on its contribution to project outcomes as well as potentially wider consequences. We present six types of empirically-driven conceptualisations, illustrated with, rather than defined by, some of the evidence uncovered so far to capture some foundational ideas for further research in the field.

Six webs of post-conflict governance building in fragile states
The web of (big) data
A first way to conceptualise the web for post-conflict governance building in fragile states is as a way of generating ideally ‘actionable’ data, both in specific locations as in prevention projects mentioned in the above case study and in the Fragile States 2013 report, or more generally as what is referred to as ‘Big Data’. The latter involves a vast array of literature on Big Data analytics that falls outside the scope of the present paper. However there are commonalities in some of the issues related to data generation, gathering and analysis. A first relates to methodological concerns. The questions are what indicators to use, how to interpret the information, and can be framed within the wider debates on the politics of data. The case of Big Data adds issues of baselining to identify patterns and signals, paying particular attention to the difference between causality and correlation. Indeed Carment asserts that while some perspectives are apt at explaining root causes of conflict for example, the same cannot account for the eruption, scope and level of violence. We can thus conclude that gathering and analysing of data that might eventually become ‘actionable’ is a delicate undertaking.

A second issue, particularly acute in post-conflict and fragile contexts, is that of access or reach of the platforms and the web in relation to the validity of the findings gained from the data. This might lead to a ‘false sense of informed decision making’ resulting from the ‘non-representativeness of the data’ where ‘unequal access to technology might reflect conflict fault lines’. This currently puts the objective of getting ‘actionable data’ into serious question and mitigating efforts, or at the very least a thorough understanding of this caveat in project design and data analysis should be considered.

A third issue, compounded by the previous two, relates to the link between availability of data and the wider political decision-making process. Indeed Mancini notes that ‘political decision-making processes are still rarely influenced by existing conflict-prevention and early-warning systems’.
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Carment adds that there exists a ‘large analytical gap between academics and practitioners on how to develop and use early warning techniques and methodologies’. So even if ‘actionable data’ can be generated, there remains to be seen how this influences policy decisions.

A fourth question stems from the sensitive nature of the data, particularly in conflict zones, and relates to a mixture of security, privacy and ownership concerns. Indeed the provision of data on the web can pose a risk to the individual reporting on a particular incident or, if the flows of information are more or less open, it can cause panic or retaliations. Even when these are not open, questions of security or infrastructure integrity might mean that it can be accessed for nefarious intents. And finally even if there is no breach of the data stores, the highly complex governance contexts in post-conflict settings mean that data ownership issues can be intimately related to security concerns. Ultimately this also comes down to what notions of privacy individuals on the ground possess in conflict-affected fragile states, which the available literature on actual projects currently provides no information on.

In relations to the wider literature on post-conflict governance building in fragile states we add a couple of points. For example in terms of the difference between Galtung’s positive and negative peace, it would seem useful to understand what the data can and cannot be used for. Prevention projects mentioned in the case studies seem to point toward a shorter-term ‘avoidance of conflict’ objective, more consistent with the notion of negative peace than the positive one, which is the cornerstone of peacebuilding endeavours. Secondly questions of data ownership can also put the governance building process at risk when they refer to international donor states or organisations which might be better equipped to action the data but would thus result in hindering the legitimisation of local authorities.

The web as a management tool

Another way to conceptualise the web is as a management tool. It was hinted to in an e-governance case study’s example of online diary systems for the police or the SMS alerts on when to go to the market with certain goods. The OECD also identifies the use of the web to ‘monitor supply chains to reduce stock loss and corruption’ and the UN Secretary-General praised the existence of online rosters to match expertise with local needs. Brinkerhoff also emphasised a similar use of the web by the Afghan-American diaspora in sending experts to complete local projects. The main issue related to the use of the web as a management tool is that it can be used in this way to increase efficiency by all parties in the conflict-affected region or state. In this sense, the management capabilities of the web have the potential to increase efficiency for those engaged in governance building activities, but also those whose activities might represent a threat to stability, intentionally or not. This echoes the many concerns over spoilers and spoiler violence in the wider post-conflict governance building literature. The question of who manages the systems, particularly if this is done by external stakeholders, might also affect the legitimacy of local governance arrangements.

The web as an information sharing tool

A third conceptualisation of the web is as an information sharing tool, ranging from a purely broadcasting perspective illustrated by the ‘strategic communications’ tradition prevalent in the World
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Bank, UK and US approaches\(^5\) to more innovative crowdseeding techniques using mobile technologies to inform citizens in emergency relief situations or to share information on agricultural markets for example.\(^6\) It is also evident in the practice of the Egyptian Copts in America who ‘leverage a range of communication technologies to educate other Egyptian Copts, gather information or expose atrocities’.\(^7\)

There are several issues identified with this conceptualisation of the web. First as noted by Letouzé et al. sharing information in volatile environments, besides retaliations, can potentially cause panic among the population.\(^8\) Moreover information shared might in fact exacerbate existing tensions and lead to renewed or further conflict, either intentionally if used by so-called spoilers or not. This occurred in Kyrgyzstan during the 2010 election which saw the spread of violence following the upload of YouTube videos.\(^9\) The potentially harmful effects highlighted here may come from the fact that a broadcasting model implying unilateral control of a message is no longer appropriate for the web, in particular with so-called web 2.0 applications such as blogs or YouTube that allow anyone with an internet connection to publish content accessible to any web user. In terms of ‘strategic communications’, this renders the field a lot more complex and unpredictable, and therefore much riskier in fragile situations.

Moreover the Kyrgyz example also points to a second important issue with the web as an information sharing tool, which concerns the authenticity of the message or information shared. Indeed Matveeva argues that the same YouTube videos were used by both sides of the 2010 conflict to accuse the other of atrocities, and that the footage was in fact of another, earlier conflict.\(^10\) This could affect both the existence of trust within the community and the legitimacy of local authorities. In this sense, the web as an information sharing tool, due to its vast potential, combined with ease of access, use and reach seems the riskiest of all conceptualisations of the web for post-conflict governance building in fragile states. And in fact it is credited with the only policy statement on why new communication technologies might be intentionally excluded for post-conflict reconstruction endeavours, in a paper jointly authored by the UNDP and the World Bank where they state that ‘the possible politicization of any more formal, modern communication campaign might introduce other complications into the process’ of peacebuilding.\(^11\)

The web as an alternative space

A fourth way to conceptualise the web in post-conflict governance building is as an alternative space to the physical, geographical space inhabited by the victims and perpetrator of the violence experienced in conflict-affected contexts. This paper opened with McCormick’s hypothesis\(^12\) and here the canvas and painting metaphor shows that this view sees the web as more than a platform or a tool allowing information to spread and be shared to a sphere where activity is undertaken and has meaning in and of itself independently from – though not unrelated to – the physical sphere. We avoid a discourse of real versus virtual here as both spheres possess a reality and arguably a physicality of their own. Brinkerhoff and Turner both argue for this conceptualisation of the web in their work on digital diasporas. In the Somalinet.com example Brinkerhoff asserts that ‘Somalinet has not eliminated conflict but discussions, even those featuring heavy disagreements, occur in cyber

---


\(^7\) Brinkerhoff ‘Contributions of the digital diasporas’, 195

\(^8\) Letouzé et al., ‘Big Data’, 23

\(^9\) Anna Matveeva, ‘Conflict Cure or Curse? Information and Communication Technologies in Kyrgyzstan’ in *New Technology*, 63

\(^10\) Ibid., 63


\(^12\) McCormick, *Stateless Nations*
space rather than the real world’, whereas Turner argues that the web provides a space where the ‘unspeakable’ can be expressed by the Burundi diaspora.73

This perspective seems particularly promising in light of a sociological perspective on post-conflict governance building in fragile states, notably the work of Brewer and Parent.74 Indeed their argument is that effective post-conflict governance building requires both top down and bottom up approaches involving societal healing and reconciliation. Both authors moreover place emphasis on location and proximity. Brewer focuses his analysis on cases where both sides of a conflict have to share the same space and Parent highlights proximity as an obstacle to healing and reconciliation.75 Both authors recognise however the possibility of socially constructing notions of space and proximity, and the availability of an alternative arena where victims and perpetrators alike are able to tell their story allows them ‘to reconstruct the traumatic memory so that it can be integrated into day-to-day life’ thus enabling the development of a more stable and resilient community.76 In Liberia for example, Michael Best and his team have created a Mobile Story Exchange System that ‘allows the sharing of video messages between Liberians throughout the country, despite the presence of little or no communication infrastructure’.77 So while it is perhaps premature to envisage widespread use of the web in this perspective among all conflict-affected societies, the potential for expansion of this particular type of web from digital diasporas to others is undeniable.

Besides questions of access, the main issues related to this conceptualisation of the web for post-conflict governance building in fragile states involve ideas of anonymity and privacy, data security and possible repercussions from access to the digital traces produced by activities undertaken in this alternative space previously mentioned in the ‘web of data’ section above.

*The web as an agent of social change*

A conceptualisation of the web which is commonplace in academic and policy circles as well as mainstream media is that of the web as an agent of social change. Indeed as noted in our introductory remarks, a lot of the rhetoric on social media and the Arab Spring revolves around this perception. And while UNDP documents, for example, often contain the disclaimer that the technology alone will not bring peace,78 a high level of agency still seems to be attributed to the web and its related technologies. In the academic literature these arguments are reflected in statements by those who argue that the web is inherently democratic79 either because of its distributed architecture, or the nature of social web applications where for Froomkin the ‘very act of collaboration requires democratic deliberation’.80

This perspective is very technologically deterministic, based on the notion that ‘a given technology will [or can] produce predictable outcomes’.81 Indeed most of the pilot projects involving the web or ICTs for either conflict prevention or e-governance were initially based on the idea of
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introducing a certain technology in a particular context with specific objectives. And the assessments of these project focus on highlighting the existence of a host of wider issues and unintended consequences. One explanation for the discrepancy between intended objectives and perceived outcomes is the fact that the web, perhaps more than any other technology is a socio-technical phenomenon where the technology and wider society constantly evolve in relation to one another. Therefore the view of the web as an agent of social change seems pervasive in tech-enabled projects in fragile or conflict-affected contexts, and as such it is important to understand it and its limitations in greater detail.

**The web of empowerment**

Another conceptualisation of the web in contexts of conflicts or fragility is as a tool of empowerment. This is illustrated in the UNDP’s e-governance framework where the web is characterised as a catalytic enabler. The OECD highlights various uses of the web such as storing or transferring money or telemedicine, the purpose of which is to empower citizens of fragile states. Moreover Brinkerhoff argues in her analysis of digital diasporas that the Egyptian Copts in America ‘leverage a range of communication technologies to educate other Egyptian Copts, gather information or expose atrocities’, which also serves to try and influence what Waldman refers to as transnational public opinion to gain support and ‘create accountability mechanisms’ that potentially have a constraining effect on governments worldwide.

There are many levels of empowerment, and this vision of the web is most prominent in the Arab Spring commentary and the UNDP’s e-governance framework, though it seems sometimes unclear who the agency in those cases is afforded to – whether the web itself or the people whose voices can be heard via social media. In this sense the web of empowerment is closely related to the web as an agent of social change. When agency is attributed to the users however it is important to note that this comes with constraints. Beer recognises this, stating that we have had ‘little opportunity so far to explore how new forms of power play out in this context of apparent ‘empowerment’ and ‘democratization’ the use of the web entails. And this is important to consider as it might explain the limitations of those objectives. Issues relating to access, and identifying who is empowered and who is not form an important part of those analyses.

**Summary and discussion**

In the preceding discussion we have endeavoured to delineate the different conceptualisations of the web at play in current approaches to governance building in fragile states. To draw attention to different conceptualisations is not the same as attributing practical roles or purposes for the technology in individual projects or programmes. Rather from stated intentions and arguments from the literature, policy documents and case studies, we have inferred common assumptions in how the technology is perceived to be playing a role in post-conflict governance building efforts. These assumptions are rarely clearly stated, but rather gleaned from a review of the discourse on policy objectives and project evaluations. Our main argument is that uncovering these assumptions in the form of our proposed conceptualisations is critical to an understanding that the web and ICTs cannot meaningfully be categorised as such. The web is potentially all six conceptualisations at once, though this potential might not always be actualised, in any given situation, for all six types. For example in the Sudan Crisis Mapping and Recovery, Sudan Vote Monitor and Blue Nile Participatory Digital Mapping projects, the web was conceptualised primarily as the web of data in that the combination of
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the various online platforms and related technologies aimed at generating and analysing crisis-related information to improve early response decision-making. Implementation of these projects however produced the unintended outcome of strengthening collective deliberations and community building.\textsuperscript{90} Two reasons were credited: first the increased sense of engagement people felt from participating in the projects by being able to provide information or directly report, second the ability to receive information derived from the data generated and analysed within the frame of the projects also increased feelings of engagement and trust in the initiatives and wider community.\textsuperscript{91} We can thus identify two further types of web at play here – in its empowering form and as an information sharing tool. This raises further questions that could affect the project outcomes and their wider impacts, such as who is empowered – the entire population of the conflict-affected areas or those with mobile phones? Furthermore where such an infrastructure is in place, what are the risks of it being taken over for spreading hate rather than peace messages? This is but a sketch of the ramifications uncovered in this analysis but suffices at the moment to show that an understanding of how in any given scenario each ‘type’ of web might develop in the context of a particular project is highly relevant.

Another, perhaps more critical illustration of this point is the fact that in cases of governance building using the web or mobile technologies, the capacity for data generation and gathering where citizens are ‘empowered’ to conduct online activities is not expressly mentioned or considered. However the digital traces, defined as ‘traces of human actions picked up by digital devices’,\textsuperscript{92} resulting from these activities exist and are stored somewhere, and questions relating to their subsequent access and use should at least be considered. A deeper understanding of these conceptualisations, the assumptions and wider issues that accompany them, can thus have direct consequences on outcomes, and potential impacts in the form of unintended consequences. This is highlighted prominently in \textit{New Technology and the Prevention of Violent Conflict}’s concluding remarks which emphasise a requirement to ‘do no harm’\textsuperscript{93} precisely for that reason and as such the various conceptualisations of the web and their impact merit closer examination.

\section*{Conclusion}
This paper examines how the web is used in contexts of post-conflict governance building in fragile states, how it is conceptualised in those uses and what implications this has, for both the wider endeavour of governance building and conflict-affected societies. We have shown from a review of the academic literature in the field that research in this area is at an embryonic stage. However practical developments in policy circles and pilot projects have demonstrated that interest in the subject is growing fast, notably in two related fields of governance building in low to middle income countries and the use of ICTs for conflict prevention. Both domains are being pioneered by the UNDP and provide useful perspectives that can in turn inform the present research questions in light of the strong conceptual and practical linkages between the fields.

From these detailed descriptions we proposed various ways in which the web and its related technologies were conceptualised. Combining insights from both the literature and policy review with those obtained from the case studies we outlined six major conceptualisations of the web: the web of (big) data, the web as a management tool, an information sharing tool, an alternative space, an agent of social change and as empowerment. Each was associated with specific issues in terms of risks and opportunities for the wider effort of post-conflict governance building, which, the analysis showed, are currently not taken into account in project development or assessments. We show how these overlapping conceptualisations can give rise to both intended and unintended consequences for post-conflict governance building in fragile states, which in light of the normative nature of the endeavour it would seem essential to take into account.

In this sense, this research proposes some foundational considerations for a more effective use of the web in post-conflict settings. Indeed at present, mainly due to the lack of connective infrastructure on the ground, there is a sense in which the web needs to be primarily considered in projects designed to implement a specific use of the technology, for identified purposes. However,
this paper argues that such a perspective, prevalent in the pilot projects reviewed here, misses the fact that the web and other related communication technologies cannot be either a web of data, or a management tool, or an agent of social change. They are potentially all these things at once. This realisation helps better understand the occurrence of secondary, often unintended consequences and therefore taking it into account earlier in the project phases might improve the chances of a successful outcome. Whether that is a possibility remains uncertain, not least due to the enormous complexity of post-conflict governance building in fragile states. Indeed debates are still unfolding as to what approaches might work best, what normative frameworks need to be applied and when, and what timeframes should be considered to evaluate success or failure. While the task is great, the arguments presented here provide further avenues of research that include the role of the web, which it is plausible to anticipate will become harder to ignore in those contexts. While some might lament that introducing technologies such as the web in already highly complex settings will further obfuscate outcomes, we should not discount the powerful contribution those technologies can make. Neither should we place too much hope on them, but rather try to understand the parameters, scope and limitations of their uses in those highly volatile, fragile environments.
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