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The act of searching for security flaws (vulnerabilities) in a piece of software was previously considered to be the preserve of malicious actors, or at least actors who wished to cause chaos. Increasingly, however, companies are recognising the value of running a bug bounty program, where they will pay ‘white hat’ hackers to locate and disclose security flaws in their applications in order that they can fix it. This is known as a ‘bug bounty’ or a ‘vulnerability reward program’, and at present has seen comparatively little research. This paper introduces two existing research on bug bounties in two areas: as a means of regulating the sale of vulnerabilities; and as a form of crowdsourcing. We argue that the nature of bug bounties makes Web science particularly suitable to drive forward research. We identify gaps in the current literature, and propose areas which we consider to be particularly promising for future research.
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1 INTRODUCTION

A ‘bug bounty’ or ‘vulnerability reward program’ (VRP) is the process for rewarding the discovery of a flaw or vulnerability in a piece of software. The concept has been around for a long time, notably Donald Knuth offering rewards for omissions in his The Art of Programming books, or flaws in his L\TeX software, and in the 1990s Netscape offered a reward for flaws in its browser. Despite this history, examples of its application have been sparse until the last few years where its popularity has increased, as this decade high profile programs from companies such as Mozilla and Google[26], and even the US Department of Defense in 2016 have started. There now exist services which act as middlemen in connecting companies with people who are prepared to search their systems for weaknesses.

This paper will provide a brief review of some of the key research into bug bounties. For the most part, this has been tangential, merely acknowledging their existence, as a part of overall Web or application security. Nevertheless, there has been more recent research which has considered bug bounties in their own right, analysing the behaviour of the participants, or the means in which a company operating a bug bounty might seek to optimise the quality of the results of their bug bounty. We will identify the gaps in the literature, and identify areas where crowdsourcing and Web Science research can assist in driving research forward in this area.

In Section 2, we introduce some terminology, and background research, before describing our literature review in Section 3. We then present opportunities for future research in Section 4 based on crowdsourcing literature, and discuss the suitability of this research area for Web Science. We conclude with a summary of our paper, and our recommendations.
2 TERMINOLOGY AND BACKGROUND

Within software engineering, a ‘bug’ can have the meaning of any flaw in the application. However, the term ‘bug bounty’ as it is generally used is the sort of program where members of a crowd will locate security flaws in a Web application or piece of software. These flaws will be reported responsibly to the vendor of the software or the administrator of the Web application so that they may be fixed. A security flaw is commonly known as a ‘vulnerability’, a weakness which could be the subject of an ‘exploit’ – something a malicious actor could use to gain some form of unauthorised access to a system. Usually a seller of a vulnerability will be required to show a potential buyer that an exploit exists [27], otherwise a vulnerability is merely theoretical and of no practical danger to the application in question. Vulnerabilities are distinguished by their level of severity and ease of exploitation, with the most severe allowing total control of a system running the software.

The reason security flaws should arguably be discovered in the first place, is that a black market for these vulnerabilities already exists. A hacker who discovers a flaw may be less inclined to inform the victims, but instead choose to sell it to a criminal who would use it to make a profit[14]. The criminal market has reportedly relied upon specialisation of tasks, including one task being to locate security flaws in popular software or websites and selling them to others who may be better positioned to monetise the information or access gleaned in some other way. There is reportedly a complex, sophisticated black market where different actors specialise in different areas, so the person who makes money out of illicit access to a system will likely be an entirely different person.

Additionally, state actors may wish to acquire vulnerabilities. The ability to exploit a particular system is regarded as valuable to nation states for a variety of reasons - whether to spy on each other; their citizens; or to have a means of retaliation following an attack from another state. A nation state has resources way in advance of almost all other actors and are therefore in a position to offer a considerably higher sum should an individual wish to sell them. A discussion of the government role in vulnerability disclosure is beyond the scope of this paper, but see [34] for more details about this area.

Given that malicious actors are selling vulnerabilities, how should the defenders respond? There is conflicting opinion in the literature about whether searching for vulnerabilities constitutes a social good. On the one hand, Rescorla argues that the probability of a defender finding the same vulnerability before a malicious actor is incredibly small[31], whereas Ozment pointed to a depletion in the amount of reported vulnerabilities in FreeBSD as being an indication that searching for bugs made it more difficult for adversaries to do the same[29]. Miller reported a personal experience in 2007 of an attempt to sell an exploit in Microsoft Powerpoint (before bug bounties were generally used) where the flaw was discovered and patched before an agreement was reached as to the price[27].

Amongst Miller’s other points, was the difficulty that a security researcher had in selling a flaw once they had located it [27]. Even were they able to find a buyer, they would have no way of knowing the value which a purchaser would place on it, and being able to prove the effectiveness of the vulnerability without giving away the value of their discovery was also a non-trivial solution. Bug bounties alleviate these difficulties: the price is specified up front, the researcher is aware what kind of vulnerabilities would be in scope, and services which manage bug bounties can act as a trusted third party to ensure they get paid.

This is not to say that bug bounties are the only solution as a means of regulating this. From an economic point of view, the concept of vulnerability markets in general has received some scrutiny in the literature [5, 27, 28, 30]. Böhme identified a typology of different possible means of regulating vulnerability markets, concluding that bug bounties were not the best possible option, having weakness in relation to their efficiency[5]. As an example of an alternative format,
3 BUG BOUNTIES

3.1 Methodology

Despite the increasing popularity of bug bounties [6], and their seeming relationship with crowdsourcing, we were unaware of any work which considered bug bounties within the context of crowdsourcing. The one exception to this was Su & Pan, who proposed a system to introduce microtasking to the process, where additional actors would test and verify the vulnerability submitted by another researcher [36].

As a result, we conducted a literature review, based on the methodology of Mao et al’s review of the related area of crowdsourced software engineering [24]. The search was for the phrases “bug bounty”, “vulnerability reward program”, “vulnerability disclosure”, in any available field in seven online search engines: ACM Digital Library, IEEE Digital Library, Springerlink Online Library, Wiley Online Library, Elsevier ScienceDirect, ProQuest, and Google Scholar. As a fallback, we additionally used snowballing of references where further titles were identified. To identify relevant literature, the title, abstract and introduction sections of each paper were read, which was usually enough to identify it as being outside the criteria for inclusion. Where this was not the case, the whole paper was read.

As an exploratory study, our research question was: what are the gaps in the existing literature related to bug bounties, which can be addressed by crowdsourcing? As a result, the inclusion criteria for the literature review was that the paper in question was about bug bounties specifically, or contained analysis of a bug bounty program, platform, or behaviour of the workers in a program. Literature was excluded where it merely mentioned the existence of bug bounties, or it focused on vulnerability management more generally. In future work, it is intended that this inclusion criteria be widened, because these are all relevant with regards to policy implications, as well as assessing cost-effectiveness for starting a bug bounty.

In conducting this search, a total of 11 papers were discovered which were primarily about bug bounties. This includes a paper which is unpublished[40], and also non-academic work by Bugcrowd[6].

Having established the literature, we make use of established crowdsourcing literature as a means of solving the overall research question. We do not attempt to conduct a survey of crowdsourcing literature, since it is beyond the scope of this research and existing works have conducted surveys of crowdsourcing generally[9], and within software engineering in particular[24]. We contend that according to Estellés-Arolas criteria[12], considering a bug bounty program as crowdsourcing is valid. There is a defined crowd (security researchers) with a clear goal (locate vulnerabilities) and a defined benefit for both the worker and (clearly defined) requester. It is an online process to solve a problem, which uses the Internet, and has some degree of open call. Many calls will have restrictions imposed by the platform based on the reputation of the researcher, particularly in regards to signal to noise ratio yet many will have a completely open call subject only to self-selection by those considering themselves to have enough skill.

Despite this, as a format it is quite different to most crowdsourced programs. The nature of bug bounties is that it accepts all valid unique submissions, provided they are within the scope of the call. Consensus is generally not required, making it differ from many HIT tasks such as image tagging. Competition or innovation crowdsourcing calls will generally accept only one, or a handful of submissions which best solve the problem[8].

1See http://blog.trendmicro.com/pwn2own-returns-for-2017-to-celebrate-10-years-of-exploits/
3.2 Literature

Whatever reservations there may be about ethics, efficiency or cost effectiveness, and with initial scepticism from major players[13], bug bounties have been embraced by many of the major technology companies as well as gaining support in other industries[6]. Some research about the participants in the programs has started, as well as means of getting around some of the difficulties with running a bug bounty program.

As indicated by [27], prior to the introduction of a formal mechanism for buying and selling bugs through bug bounties, obtaining a seller was challenging. Two reports by Ring illustrated this in further detail, discussing the competing opinion of whether companies should offer bounties to vulnerability research - and additionally of some companies prosecuting those discovering vulnerabilities[32, 33]. Kuehn & Mueller[16, 17] consider the changing dynamics in information security towards bug bounties being considered a norm. After case studies on Microsoft & Facebook’s bug bounty they conclude that bug bounty programs exist as a way of reducing uncertainty when exchanging an information good as a reason for their development.

There are currently two major operators who have had mention made in the literature who facilitate bug bounties: Bugcrowd2, and Hackerone3, although other websites offer a list of other Web applications offering a bounty. Bugcrowd now publish an annual report on current trends in the bug bounty area, the most recent being in 2016[6]. Previously, Wooyun offered a forum for researchers to disclose bugs, and had a more coercive model - the Web applications in question were given a certain period of time to fix the flaws, before the flaw was made public. However, the website has been out of action since July 2016 when the founder Fang Xiaodun was reportedly arrested[22]. As of March 2017, the website still displays a message indicating that it is not operational4.

Two of the older bounty programs, those of Mozilla and Google for their Web browsers Firefox and Chrome respectively were studied in 2013 [26]. Both were found to be better value for the company than hiring a security researcher on a permanent basis when considering the severe security flaws they discovered relative to the cost. They found Google’s bug bounty program gleaned more vulnerabilities for a comparable amount of money, which they suggested was due to the tiered reward system they operated compared to Mozilla’s flat fee.

In two separate papers, Zhao analysed the behaviour of white hats on the Wooyun[38] and Hackerone[39] platforms. In both platforms they observed the behaviour of white hats in the different systems. In [38], it was observed that the distribution of effort followed a power law, similar to that observed Lotka about academic publication frequency and supporting observations by[26], with a maximum of 291 submissions and an overall average of 4.8. Analysis of both revealed that when divided into categories of productivity each group reported a comparable amount of vulnerabilities, in addition to the severity of the vulnerability and the ranking of the website.

Maillart et al. focus more on the misaligned incentives involved between the companies running a bug bounty program and the researchers themselves[23]. The interest of the company is to exhaust the amount of flaws to a residual level, whereas the interest of the researcher is the cumulative payoff they will gain from discovering bugs. This is best served for the researchers by diversifying their efforts across different programs, since there will be bugs to discover which are easier to locate, and there should be less competition. Analysing 35 programs on Hackerone, they follow [38, 39] and observe a windfall effect within a few weeks of the start of the program, after which the amount of reports reduce significantly in quantity. They attribute this to timing effects, where researchers switch to a new program, or possibly stockpile vulnerabilities in advance of the program opening.

---

2https://bugcrowd.com/
3https://www.hackerone.com/
4http://wooyun.org/ Last accessed 15 March 2017
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These papers regard the interest of a company running a bug bounty that they should seek to encourage as many researchers as possible, in the hope of finding flaws. The diversification meaning that, the higher proportion of white hats, the higher the probability that any flaw discovered is by a white hat rather than an attacker. This is supported by is supported by [10], however they also discovered a positive correlation ($r = 0.3591, p = 0.0307$) between the amount of accurate reports, and the amount of false positives. This indicates some tension here in regards to the costs of obtaining too many results of low quality.

Laszka et al use economic modeling to analyse various models employed by Hackerone to mitigate this and hopefully ensure a higher quality of submission[18]. They found that policies such as restricting access to those of high reputation, or rate-limiting submissions could be effective, although care needed to be taken in implementing them otherwise the overall utility would go down. Zhao et al expanded on this, although this work does not yet appear to have been published[40].

4 BUG BOUNTY RESEARCH CHALLENGES

From the existing literature on bug bounties and related research themes in crowdsourcing, we identified four key areas which we argue should drive forward the research agenda in relation to bug bounties. This section takes issues identified in the bug bounty literature, and considers it in the context of the wider crowdsourcing literature.

4.1 Incentives and Budget

Bugcrowd have a set of recommendations for new programs given the ‘maturity’ of their security processes, and the severity of the flaws to be identified. Based on three years of their data, for a new company they recommend paying between $100 and $1,500, with an average of $300[7]. However, this is still a young industry, and Bugcrowd do not publish their methodology for deciding on their prices. The more general research on incentives can play a role here. In particular, to identify the extent to which bug bounty researchers are motivated by purely financial means. Previous research on open source projects identified a multitude of different motivations amongst participants, and more recent research into crowdsourcing microtasks revealed diverse motivations, such as the owner of the call, and the end result of the research.

Whilst existing work has identified possible models for setting a price, or explaining behaviour researchers, these are theoretical models, and make assumptions such as the fact that the researcher is motivated by ensuring the maximum cumulative payoff [18, 23]. There is evidence to suggest that this may be true for a lot of cases. Algarni conducted attempted to contact top discoverers to identify their motivations finding them to be largely financial (although with a small sample)[2]. Additionally, there has been discussion in the security community prior to the popularity of bug bounties about researchers not reporting vulnerabilities for free [32, 33]. However [39] observed that of the 33 public programs without a monetary reward there were 1201 valid reports from the community. Wooyun also offered no reward for disclosure of vulnerabilities[38], suggesting other motivations at play.

That said, a company with the means to offer higher rewards is at a competitive advantage over others, and more likely to have their tasks completed. With bug bounties in particular, the nature of the task and expertise required, means the highest price could be significant. Increasing the amount of money offered to a worker can lead to an increase in participation[11], although this can also lead to an increase in spammers. More generally, there is some danger that the higher incentives do not necessarily improve the quality of submissions as workers can regard their work as being worth more so do not take correspondingly more care[25].
Whatever value a company sets the incentives at, there is an additional overhead in any crowdsourcing program. Simperl observed that having a large crowd can lead to overhead in terms of processing the submissions, as illustrated by the cases of both Google and Netflix [35]. In the case of bug bounties, a company additionally needs to allocate resources to validate and prioritise the vulnerabilities, as well as implement fixes for valid submissions which an attacker might not even find in any event [31]. The question then arises, how best to optimise a budget for a bug bounty program, or if it is even financially worthwhile at all. The results presented in [26] suggest that bug bounties might be cost effective, at least for two major technology companies, yet the additional overheads and potentially high cost of labour suggest that smaller companies might have different experiences.

4.2 Task Decomposition

The selection of tasks is important in many crowdsourcing applications, in order to ensure that the overall goal is achieved with the minimum of overhead. This is frequently done in a way comparable to the MapReduce programming paradigm, with its advantages for parallelism, and a reduction in the requirements for prior skill of the workers. It is possible to do these in a ‘microtask’ scenario, but with a ‘macrotask’ it is not possible to break down the tasks into anything smaller [8, 35], requiring a different set of criteria for consideration. Areas such as validation of reports represent an obvious area where a bug bounty could include additional tasks [36], which are more akin to microtask crowdsourcing where a consensus would be desirable. However, there are obvious security risks with this, so great care would be required before any practical implementation.

Task decomposition is an open problem in software engineering crowdsourcing [24], though there has been some effort in the area. LaToza et al. considered the idea of a software development process where it is possible to introduce microtasking [20, 21], and built a microtasking IDE (integrated development environment) based on that. Though they had some success, they noticed an additional overhead compared to traditional software engineering [19]. Adriano also have a draft proof of concept paper on whether bugs can be discovered in small sections of code, and are planning future work on more complex code [1].

4.3 Quality of Submissions

Obtaining the highest possible amount of submissions, whilst minimising noise and associated costs with running a vulnerability program is also an issue. In particular, for smaller companies this represents a problem. They may not have the resources to pay the high costs for bounties or to manage the high volume of invalid responses, and as such may lose out on the benefits of utilising the crowd. This has already received some attention in researching bug bounties, with Laszka et al providing an economic model [18].

In crowdsourcing research, ensuring quality of submissions has received considerable scrutiny in the literature with many different systems proposed. Bernstein et al. introduced the Find - Fix - Verify model, where the task is divided into subtasks in which the location, fixing and verifying are split between different workers [4]. Alternatively, the aggregation of different answers can be used to determine the accuracy based on a different criterion such as a simple majority vote. More refined models include basing the decision on the expertise of the worker, and then iteratively adjusting it based on the continued accuracy of submissions, e.g., Whitehill [37].

The work described earlier by Su & Pan about adding falls into this category specifically relating to bug bounties of adding a microtask for verification [36]. This could additionally be considered as part of task decomposition, but it is better to consider it here, since it is an additional task rather than decomposing the vulnerability discovery.
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However, the poor quality of submission for any task can potentially be made up for by the increased diversity. Edmunson et al ran an interesting study where they presented participants with a codebase with known vulnerabilities in, and asked to provide a security review [10]. They discovered that, whatever the experience of the individual researcher, none found all the vulnerabilities, but any randomly selected group of 15 participants had a 95% chance of discovering all seven known vulnerabilities, demonstrating the value of diversification of expertise.

4.4 Relevance to Web Science

As a more general research challenge, we call upon the Web Science community to invest in research in this area since Web Science is particularly suited to it. As an exploratory study, we only scratched the surface of bug bounties as a research area in relation to crowdsourcing, but we additionally consider wider challenges identified in this area. Halford et al. argue that Web Science has never been just about researching wires and protocols, but additionally considers the Web as being a constantly adapting organism which is a product of the people who use it [15]. Web security is a significant cost to society from both preventative and reactive measures [3], and as such is a key element of researching on the Web.

As vulnerability management, disclosure, and mitigation have matured, the effect on the practices of people developing software for the Web, as well as general Web users is something which is worth researching [16]. Much of the work on vulnerability markets has been theoretical, now there is the opportunity to analyse the effect it is having. Similarly, in addition to work carried out by [29, 31] whether these vulnerability markets have caused a depletion of vulnerabilities in Web applications. Beyond the effects of markets, the distortions and ethics of selling to governments is also an important area to consider, in particular where that relates to national security.

5 CONCLUSIONS AND FUTURE WORK

In this paper, we presented an exploratory study into bug bounties as a concept and argued it should be of interest to those working in Web Science in general, and crowdsourcing in particular. It represents an area which has seen comparatively little research, and yet would benefit significantly from a Web science approach. We conducted a literature review, and identified a small corpus of papers, using them to identify promising research areas for the future mapped with crowdsourcing literature. As an extension to this work, we intend to expand the scope of our review into bug bounties, and how they relate to vulnerability markets; ethics; and regulation. In addition, we intend to concentrate more fully on the different dynamics between microtask based crowdsourcing and bug bounty research.
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