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*In its 2017 judgment in* The Pirate Bay (C-610/15) *the CJEU developed further its construction of the right of communication to the public within Article 3(1) of Directive 2001/29 (the InfoSoc Directive), and clarified under what conditions the operators of an unlicensed online platform are potentially liable for copyright infringement. The Court held that the operators of a platform that makes available to the public third-party uploaded copyright content and provides functions such as indexing, categorization, deletion and filtering of content may be liable for copyright infringement, jointly with users of the platform. For a finding of liability it is not required that the operators possess actual knowledge of the infringing character of the content uploaded by users.*

*The decision encompasses different types of platforms and operators with different degrees of knowledge of the character – lawful or unlawful – of the content made available therein. It calls into consideration the relationship between liability for (harmonized) primary copyright infringement and (unharmonized) secondary copyright infringement. In relation to the current EU policy discussion of the so called ‘value gap proposal’, the judgment reinforces the position of the European Commission, especially the basic idea that the making available, by a hosting provider, of third-party uploaded copyright content may fall within the scope of the right of communication to the public. The Court’s reasoning also prompts a reflection as to whether a hosting provider that is primarily responsible for acts of communication to the public is actually eligible for the safe harbour within Article 14 of Directive 2000/31 (the E-Commerce Directive).*
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**Introduction**

In its 2017 judgment in *Stichting Brein v Ziggo BV and XS4All Internet BV*, C-610/15[[2]](#endnote-1)

(‘*The Pirate Bay*’ or ‘*Pirate Bay*’) the Court of Justice of the European Union (‘CJEU’) developed further its construction of the right of communication to the public within Article 3(1) of Directive 2001/29[[3]](#endnote-2) (‘InfoSoc Directive’), and clarified under what conditions the operators of an unlicensed online file-sharing platform are liable for copyright infringement.

The CJEU judgment builds upon the earlier Opinion of Advocate General (‘AG’) Maciej Szpunar in the same case[[4]](#endnote-3), yet goes beyond it. This is notably so with regard to the consideration of the subjective element (knowledge) of the operators of an online platform making available copyright content. Unlike AG Szpunar, the Court did not refer liability only to situations in which the operators of an online platform have acquired *actual* knowledge of third-party infringements, but also included situations of *constructive* knowledge (‘could not be unaware’) and, possibly, even situations in which knowledge is to be *presumed*.

Overall, the CJEU decision is not limited to egregious scenarios like the one of The Pirate Bay[[5]](#endnote-4): the Court’s findings are applicable to different types of online platforms, as well as operators with different degrees of knowledge of infringements committed by users of their services.

The judgment is expected to have substantial implications for future cases (including at the level of individual Member States[[6]](#endnote-5)), and prompts a broader reflection on issues such as the interplay between primary and secondary liability for copyright infringement, applicability of the safe harbour regime within Directive 2000/31[[7]](#endnote-6) (‘E-Commerce Directive’), as well as the current EU copyright reform debate. With particular regard to the latter, lacking a definition of what is to be intended as an ‘act of communication to the public’ in the context of the proposed Directive on copyright in the Digital Single Market[[8]](#endnote-7) and the draft provision contained in Article 13 therein (so called ‘value gap proposal’), the outcome of the case confirms – from the point of view of EU law – the correctness of the European Commission’s assessment that certain online platforms should be regarded as primarily responsible for acts of communication to the public.

This contribution is structured as follows. The first part reviews relevant CJEU case law on the right of communication to the public, and outlines its overall evolution until the *Pirate Bay* judgment. The second part discusses the *Pirate Bay* case, and highlights how – on the one hand – the CJEU judgment goes beyond the AG Opinion and – on the other hand – builds upon previous case law. The third part assesses the possible effects of the decision, notably with regard to the distinction between primary and secondary liability, exemptions/limitations of liability for information society service providers (‘providers’), and current EU policy discussion.

The CJEU analysis serves to inform the response to the question of *who* is to be regarded as making acts of communication to the public. While confirming a certain alignment between case law evolution and EU copyright policy discourse, the outcome of the case suggests that the CJEU may be heading even further than what policy and law makers are currently discussing in the framework of the ‘value gap proposal’. In particular, a possible reading of *The Pirate Bay* is that the CJEU did not mention the safe harbour regime in the context of its analysis in that this would be only applicable to situations where just users of the service of a provider are primarily responsible for infringing acts, not also scenarios in which (as it was the case here) it is the platform operators themselves that are primarily responsible for such acts.

# 1. The right of communication to the public in the InfoSoc Directive and CJEU case law until *The Pirate Bay*

At the international level the right of communication to the public received its first formulation in Article 11*bis* of the Berne Convention, as first adopted in 1928 and subsequently revised with the Brussels Act 1948.[[9]](#endnote-8) The WIPO Copyright Treaty 1996 (‘WCT’) supplemented the Berne Convention[[10]](#endnote-9), and introduced the concept of ‘making available to the public’.[[11]](#endnote-10)

The wording of Article 3(1) of the InfoSoc Directive is derived from Article 8 WCT.[[12]](#endnote-11) However, Article 3(1) of the InfoSoc Directive does not define the concept of ‘communication to the public’. This provision, in fact, only states that EU “Member States shall provide authors with the exclusive right to authorise or prohibit any communication to the public of their works, by wire or wireless means, including the making available to the public of their works in such a way that members of the public may access them from a place and at a time individually chosen by them.”

Lacking a definition of the notion of ‘communication to the public’, the CJEU has sought to determine the meaning and scope of this concept in light of the objectives pursued by the InfoSoc Directive, notably to ensure a high level of protection of intellectual property (Recital 24) and for authors.[[13]](#endnote-12)

In its rich body of case law on Article 3(1) of the InfoSoc Directive (at the time of writing, the Court has issued nearly twenty decisions[[14]](#endnote-13)), the CJEU has consistently stated that the essential requirements of Article 3(1) are an ‘act of communication’, directed to a ‘public’. In addition, the CJEU has also highlighted the importance of considering additional criteria which are not autonomous and are interdependent, and may – in different situations – be present to widely varying degrees. Such criteria must be applied both individually and in their interaction with one another.[[15]](#endnote-14)

## 1.1. Requirements and criteria under Article 3(1) of the InfoSoc Directive[[16]](#endnote-15)

Starting from the understanding of ‘public’, this is an indeterminate and fairly large (above *de minimis*) number of people.[[17]](#endnote-16) In the case of a communication concerning the same works as those covered by the initial communication and made by the same technical means (e.g. internet), the communication must be directed to a ‘new’ public. This is a public which was not taken into account by the relevant rightholder when it authorized the initial communication to the public.[[18]](#endnote-17)

With regard to the notion of ‘act of communication’, case law appears now solidly oriented in the sense of requiring the mere making available of a copyright work – not also its actual transmission[[19]](#endnote-18) – in such a way that the persons forming the public may access it, irrespective of whether they avail themselves of such opportunity.[[20]](#endnote-19) In cases where the CJEU has held the making available of a work sufficient, the Court has however indicated the need to consider whether there is a necessary and deliberate intervention on the side of the user/defendant, without which third parties could not access the work at issue. More specifically, the user makes an act of communication when it intervenes – in full knowledge of the consequences of its action – to give access to a protected work to its customers, and does so, in particular, where, in the absence of that intervention, its customers would not, in principle, be able to enjoy the work.[[21]](#endnote-20)

With particular regard to the notion of indispensability of one’s own intervention, in its 2017 decision in *Filmspeler*, the CJEU held that the concept of ‘communication to the public’ must be intended as covering the sale of a multimedia player on which there are pre-installed add-ons, available on the internet, containing hyperlinks to freely accessible websites on which copyright works have been made available to the public without the consent of the rightholders. The Court held that an intervention like the one of the provider of a multimedia player is to be regarded as *facilitating* access to unlicensed content that would be otherwise more difficult to locate. Accordingly, an intervention of this kind falls within the scope of Article 3(1) of the InfoSoc Directive.

Another criterion considered by the CJEU is whether the user/defendant merely provides physical facilities or not. While the mere provision of physical facilities does not amount to an act of communication to the public (Recital 27), the installation of such facilities may make the public access to copyright works technically possible, and thus fall within the scope of Article 3(1) of the InfoSoc Directive.[[22]](#endnote-21)

In the recent *GS Media* decision (a case concerning the treatment of linking to unlicensed content) the Court, among other things, relied on the ‘profit-making’ character of the communication at issue to determine potential liability of the ‘hyperlinker’ for the posting of links to unlicensed content. The Court adopted a rebuttable presumption that "when the posting of hyperlinks is carried out for profit, it can be expected that the person who posted such a link carries out the necessary checks to ensure that the work concerned is not illegally published on the website to which those hyperlinks lead, so that it must be presumed that that posting has occurred with the full knowledge of the protected nature of that work and the possible lack of consent to publication on the internet by the copyright holder."[[23]](#endnote-22) The operation of this presumption was confirmed in the subsequent *Filmspeler* judgment.[[24]](#endnote-23)

## 1.2. The notions of ‘indispensable intervention’ and ‘profit’

The most recent CJEU decisions have focused in particular on the criteria of ‘indispensable intervention’ of the user/defendant, and referred to the user’s profit-making intention. Both are crucial to understand in what sense the decision in the *The Pirate Bay* should not be seen as a departure of the CJEU from its earlier case law.

With regard to ‘indispensable intervention’, over time the CJEU has dismissed attempts to interpret this criterion narrowly. A clear example is *GS Media*. In his Opinion in that case AG Melchior Wathelet had excluded *tout court* that the unauthorized provision of a link to a copyright work – whether published with the consent of the rightholder or not – could be classified as an act of communication to the public. This would be so on consideration that, to establish an act of communication, the intervention of the ‘hyperlinker’ must be vital or indispensable in order to benefit from or enjoy the relevant copyright work. Hyperlinks posted on a website that direct to copyright works freely accessible on another website cannot be classified as an ‘act of communication’: the intervention of the operator of the website that posts the hyperlinks is not indispensable to the making available of the works in question to users.[[25]](#endnote-24)

The CJEU rejected this construction of the indispensability of the user’s role. In order to modulate the various options within the framework of *prima facie* liability (determination of actual liability requires the undertaking of other considerations, including applicability of any exceptions/limitations), the Court preferred to take into account other criteria instead – including the profit-making intention of the user and its knowledge of the unlicensed character of the content linked to – rather than to exclude that the provision of a link to a protected work would just fall outside the scope of Article 3(1) of the InfoSoc Directive.

The subsequent decision in *Filmspeler* elaborates further on the notion of indispensable intervention. Substantially confirming the Opinion of AG Manuel Campos Sánchez-Bordona, who had called “reductionist”[[26]](#endnote-25) the view that the case at hand would relate to the mere provision of physical facilities for enabling or making a communication, the CJEU rejected that an indispensable intervention is limited to a ‘merely direct' indispensable intervention. The Court held that that an intervention enabling a direct link to be established between those who make available infringing works and users of such works, “is quite different from the mere provision of physical facilities, referred to in recital 27 of [the InfoSoc Directive].”[[27]](#endnote-26) Such an intervention – made “with full knowledge of the consequences” of such a conduct[[28]](#endnote-27) – facilitates access to unlicensed content that would be otherwise more difficult to locate.

With regard to the notion of ‘profit-making intention’, as discussed more at length elsewhere[[29]](#endnote-28), it might not be self-evident whether the presence of a profit-making intention should be assessed in relation to the specific act of communication at hand, or the broader context in which such act is performed. Although both alternatives may be plausible, consideration of the context in which the relevant link is provided is more in line with existing CJEU case law, both preceding and following *GS Media*. In *SGAE*, *FAPL*, and *Reha Training*, in fact, the Court considered that the profit-making nature of the communication was apparent from the fact that the defendants transmitted the relevant works in their own establishment (hotels, a public house, and a rehabilitation centre, respectively) in order to benefit therefrom and attract customers to whom the works transmitted are of interest.[[30]](#endnote-29) In *Filmspeler*, the CJEU identified the profit-making intention of the defendant in the circumstance that the relevant multimedia player “is supplied with a view to making a profit, the price for the multimedia player being paid in particular to obtain direct access to protected works available on streaming websites without the consent of the copyright holders.”[[31]](#endnote-30)

The more recent decision in *The Pirate Bay* substantially consolidates the CJEU position regarding the broad construction of the notion of ‘indispensable intervention’, as well as the relevance of the profit-making intention – also to be intended broadly – of the user/defendant.

# 2. The *Pirate Bay* judgment as an evolution and consolidation of earlier case law

This reference for a preliminary ruling from the Dutch Supreme Court arose in the context of litigation between Dutch anti-piracy foundation Stichting Brein and two internet access providers, Ziggo and XS4ALL, over the application, by the former, for an order that would require the latter to block access for their customers to the website of The Pirate Bay.

An engine for peer-to-peer (‘P2P’) file-sharing, The Pirate Bay does not host any protected works. However, The Pirate Bay operates a system by means of which metadata on protected works which is present on the users’ computers is indexed and categorized for users, so that the users can trace, upload and download the protected works on the basis thereof. It is estimated that the near totality (90% to 95%) of the files shared on the network of The Pirate Bay contain copyright works distributed unlawfully.[[32]](#endnote-31)

Upheld at first instance, Stichting Brein’s application was dismissed on appeal. This was so on consideration that it would be the users of The Pirate Bay – rather than the platform operators – to be responsible for copyright infringements. In addition the blocking order sought was found disproportionate to the aim pursued, this being effective copyright protection.

The decision was appealed to the Supreme Court, which decided to stay the proceedings and seek guidance from the CJEU on whether the operators of a website like The Pirate Bay are to be regarded as making acts of communication to the public within the meaning of Article 3(1) of the InfoSoc Directive.

## 2.1. The AG Opinion

In his Opinion on 8 February 2017 AG Szpunar answered this question in the affirmative, further to three preliminary caveats.

First, he dismissed the submission of the European Commission (Legal Service) that a case like the one at issue would be best addressed under national liability regimes, i.e. as a matter of (unharmonized) secondary rather than (harmonized) primary liability. An option of this kind would be unhelpful: depending “on the very divergent solutions adopted under the different national legal systems […] would undermine the objective of EU legislation in the relatively abundant field of copyright, which is precisely to harmonise the scope of the rights enjoyed by authors and other rightholders within the single market. That is why the answer to the problems raised in the present case must […] be sought rather in EU law.”[[33]](#endnote-32)

Secondly, the AG marked a distinction between the present case and what at the time of the Opinion was the most immediate ‘precedent’[[34]](#endnote-33), i.e. *GS Media*. This served the AG to avoid having to follow a particular aspect of this judgment, i.e. the presumption of knowledge of the unlicensed character of the content communicated by the user/defendant, as triggered by its profit-making intention.[[35]](#endnote-34) To achieve this objective, the AG submitted that the *Pirate Bay* case would be different from *GS Media* (and *Svensson*), in the sense that it would not relate to a secondary communication (this being the provision of a link) of protected content already made available on a third-party site, but rather primary communication of copyright works.[[36]](#endnote-35)

Thirdly, the AG stressed the significance of considering the substance of the acts at issue, rather than their technical background. This would be necessary to avoid that “technical development far outstrips legislative or judicial procedures, at the risk of rendering obsolete, even before they have been adopted, legal solutions based on a given technological status quo.”[[37]](#endnote-36) Considering the qualification of the *role* of operators of websites like The Pirate Bay would also serve to deliver solutions that find application in different contexts.

Holding that there is no issue regarding the making of acts of communication in the case of works shared on a P2P network[[38]](#endnote-37), AG Szpunar noted that the real question posed by the Dutch court was *who* is responsible for such acts.[[39]](#endnote-38) He concluded that users intentionally make available works in their possession to other users of the Pirate Bay network; hence their acts should be regarded as falling within the scope of Article 3(1).[[40]](#endnote-39)

As regards the operators of The Pirate Bay, the AG relied on the criterion of the essential role of the user originating the communication and the deliberate nature of its intervention. The AG recalled that such “player makes an act of communication when it intervenes, in full knowledge of the consequences of its action, to give its customers access to a protected work, and does so in particular where without that intervention its customers would not, in principle, be able to enjoy the broadcast work.”[[41]](#endnote-40)

While regarding the role of the operators as “necessary”[[42]](#endnote-41), the AG also considered whether liability could subsist in relation to a subject that – like the operators of The Pirate Bay – merely indexes the metadata relating to works that are offered for sharing by users of the P2P network, and has in principle no influence over the appearance of a given work on that network.[[43]](#endnote-42)

According to the AG liability cannot arise in the case in which the intermediary at issue is unaware that a certain work has been made available without the copyright owner’s consent or if – once it has been made aware of the illegality – it acts in good faith to rectify the matter.[[44]](#endnote-43) It follows that liability could be only found “from the moment [when] that operator has knowledge of the fact that making available took place in breach of copyright and does not take action to render access to the work in question impossible”.[[45]](#endnote-44)

In this part of the Opinion it is apparent why AG Szpunar had inserted the caveat that the case at hand would be different from *GS Media*. The AG, in fact, rejected that knowledge is to be presumed in the case of the operator of a for-profit platform. This was so out of fear that the application of such a presumption would result in the imposition of a general monitoring obligation.[[46]](#endnote-45) Although the AG did not expressly refer to it in this part of the Opinion, what he had in mind is the body of provisions in the E-Commerce Directive that concern exemptions/limitations from liability for providers (so called safe harbours, referred elsewhere in the Opinion[[47]](#endnote-46)), as well as the provision in Article 15 therein which excludes that Member States may impose on providers general obligations to monitor the information which they transmit or store, or a general obligation actively to seek facts or circumstances indicating illegal activity.

## 2.2. The CJEU decision

The CJEU substantially followed the AG in his analysis of the right of communication to the public with, however, three significant points of divergence.

First, the CJEU judgment does not include any references to the E-Commerce Directive and the safe harbour regime envisaged therein. Secondly, to determine the liability of the platform operators, the Court did not limit the applicability of its findings to situations of ‘actual’ knowledge by the defendants of the unlicensed character of the works made available through their platform. Thirdly (and likely linked to the previous point) the Court did not ‘distinguish’[[48]](#endnote-47) the present case from earlier decisions, notably *GS Media*. All these aspects – as it will be explained further below – are key to appreciate the implications of the judgment.

The Court began its analysis by referring to the preventive character of the right of communication to the public[[49]](#endnote-48) and the need to ensure a high level of copyright protection, in line with the objectives pursued by the EU legislature at the time of adopting the InfoSoc Directive.[[50]](#endnote-49) The CJEU then noted how the concept of communication to the public requires an individual assessment that depends on the circumstances at issue.[[51]](#endnote-50)

The right is composed of two necessary elements – an ‘act of communication’ (which does not require the actual transmission of the work in question)[[52]](#endnote-51) directed to a ‘public’[[53]](#endnote-52) –, and is informed by several complementary criteria which are not autonomous and are interdependent.[[54]](#endnote-53) As also noted by the AG, these include both the indispensable role played by the user/defendant[[55]](#endnote-54) and the profit-making nature of the communication at hand.[[56]](#endnote-55)

The CJEU observed that from earlier case law, notably the decisions on linking (*Svensson*, *BestWater*, *GS Media*)[[57]](#endnote-56) and the more recent *Filmspeler* judgment[[58]](#endnote-57), it follows that “as a rule, any act by which a user, with full knowledge of the relevant facts, provides its clients with access to protected works is liable to constitute an ‘act of communication’ for the purposes of Article 3(1) of Directive 2001/29.”[[59]](#endnote-58)

The Court agreed with the AG that in the case at hand there is no dispute that acts of communication to the public are being made[[60]](#endnote-59), and are directed to a ‘public’ (a ‘new public’).[[61]](#endnote-60) The point was however to determine whether the platform operators could be responsible for them.

Considering the first requirement in Article 3(1), i.e. the need for an ‘act of communication’, the Court acknowledged that the works made available to the users of The Pirate Bay are placed online on that platform not by the platform operators but by users.[[62]](#endnote-61) However, the operators of The Pirate Bay “by making that platform available and managing it, provide their users with access to the works concerned. They can therefore be regarded as playing an essential role in making the works in question available.”[[63]](#endnote-62)

As regards the requirement of full knowledge of the relevant facts, this is satisfied by consideration of how the Pirate Bay operators index torrent files so to allow users of the platform to locate those works and share them within the context of a P2P network.[[64]](#endnote-63) Without such intervention, “the works could not be shared by the users or, at the very least, sharing them on the internet would prove to be more complex.”[[65]](#endnote-64)

The Court also dismissed the argument that the Pirate Bay operators could be regarded as providing mere physical facilities for enabling or making a communication, thus falling outside the scope of Article 3(1). The undertaking by the Pirate Bay operators of indexing, categorization, deletion, or filtering activities rules out any assimilation to the mere provision of facilities within the meaning of Recital 27.[[66]](#endnote-65) The making available and management of an online sharing platform must be therefore considered an act of communication for the purposes of Article 3(1).[[67]](#endnote-66)

Turning to the requirement that the communication at hand must be directed to a ‘new public’, i.e. a public not taken into account by the copyright holders when they authorized the initial communication, the CJEU concluded that also this requirement is met. The court referred to the fact that the Pirate Bay operators “were informed” that their platform provides access to works published without authorization of the relevant rightholders.[[68]](#endnote-67)

However, the CJEU did not limit liability to situations of actual knowledge (as instead the AG had done): it also included knowledge (‘could not be unaware’) and arguably more. In relation to constructive knowledge, the Court observed how the Pirate Bay operators

“*could not be unaware* that this platform provides access to works published without the consent of the rightholders, given that, as expressly highlighted by the referring court, a very large number of torrent files on the online sharing platform [The Pirate Bay] relate to works published without the consent of the rightholders. In those circumstances, it must be held that there is communication to a ‘new public’” (emphasis added).[[69]](#endnote-68)

Liability based on ‘constructive’ knowledge echoes – though the Court did not mention it – the reasoning in the *eBay* decision, notably the part in which the CJEU had suggested that the safe harbour within Article 14 of the E-Commerce Directive would not apply to “an information society service [which is] aware of facts or circumstances on the basis of which a diligent economic operator should have identified the illegality in question and acted in accordance with Article 14(1)(b) of Directive 2000/31.”[[70]](#endnote-69)

The Court could have limited liability to situations of actual or constructive knowledge (as per the ‘diligent economic operator’ criterion). Some initial commentators have in fact submitted that the judgment is silent regarding scenarios other than those in which the defendant has actual or constructive knowledge of third-party infringements. [[71]](#endnote-70)

However, if this was the case, it would be difficult to understand the meaning of paragraphs 46 and 47 of the judgment, in which the CJEU referred to the profit-making intention of the defendants and seemingly linked that to a finding of *prima facie* liability:

“[46] Furthermore, there can be no dispute that the making available and management of an online sharing platform, such as that at issue in the main proceedings, is carried out with the purpose of obtaining profit therefrom, it being clear from the observations submitted to the Court that that platform generates considerable advertising revenues.

[47] Therefore, it must be held that the making available and management of an online sharing platform, such as that at issue in the main proceedings, constitutes a ‘communication to the public’, within the meaning of Article 3(1) of Directive 2001/29.”

Although it did not refer explicitly to it, the Court had *GS Media* in mind (the judge rapporteur was the same in both cases: Marko Ilešič), when it appeared to link together the making available and management of an online sharing platform, the profit-making intention of their operators, and *prima facie* liability under Article 3(1).

In particular, the relevant part of the *GS Media* judgment is paragraphs 47 to 54. Like in that case, in *The Pirate Bay* the CJEU implied that the operator of an online platform that does so “with the purpose of obtaining profit therefrom” (paragraph 46 of *The Pirate Bay*) can be expected to have undertaken all “the necessary checks to ensure that the work concerned is not illegally published on the website to which those hyperlinks lead, so that it must be presumed that that posting has occurred with the full knowledge of the protected nature of that work and the possible lack of consent to publication on the internet by the copyright holder. In such circumstances, and in so far as that rebuttable presumption is not rebutted, the act of posting a hyperlink to a work which was illegally placed on the internet constitutes a ‘communication to the public’ within the meaning of Article 3(1) of Directive 2001/29.” (paragraph 51 of *GS Media*).

This interpretation finds support in two additional considerations.

The first one is that the reasoning of the Court follows extensively *Filmspeler* (also here the judge rapporteur was Marko Ilešič). In particular, the Court referred with approval to paragraph 50 of the *Filmspeler* judgment, in which the CJEU had concluded that both the indispensable intervention of the defendant/user and its profit-making intention would lead to a finding of liability under Article 3(1) of the InfoSoc Directive. As mentioned above, in *Filmspeler* the CJEU confirmed the validity and application of the *GS Media* presumption of knowledge.

The second consideration is that ‘knowledge’ must not be intended in a subjective sense, i.e. as actual awareness of third-party infringements by the platform operators, but rather – in line with earlier CJEU case law – as knowledge and acceptance of the possible consequences of one’s own conduct.

Hence, it is not convincing to suggest that the *Pirate Bay* decision is silent regarding the treatment of situations in which the operators of an online platform that makes available third-party uploaded content have no actual knowledge of the unlawful character of the content thus made available, but nonetheless pursue a profit. On the contrary, *The Pirate Bay* decision follows the same reasoning of the earlier CJEU decisions in *GS Media* and *Filmspeler*: a profit-making intention on the side of the defendant may be sufficient to trigger a rebuttable presumption of knowledge, by the defendant, of the character – licensed or not – of the content communicated through its platform.

# 3. After *The Pirate Bay*

The analysis undertaken by the CJEU in *The Pirate Bay* suggests a number of fundamental points.

First, an ‘intervention’ for the purpose of determining what amounts to an act of communication merely requires the making of acts of indexing, categorization, deletion, or filtering of content. It appears that it is also irrelevant whether such activities are carried out manually or automatically, e.g. algorithmically: it is sufficient that a system is put in place to perform such activities. With specific reference to the case of The Pirate Bay, its operators have admitted in the past that the activities indicated by the CJEU as indicative of an ‘intervention’ for the purpose of application of Article 3(1) of the InfoSoc Directive are carried out automatically.[[72]](#endnote-71)

Secondly, in line with *GS Media*, ‘knowledge’ (of the unlawful character of the works made available) for the purpose of determining whether the communication at hand entails a *prima facie* liability under Article 3(1) of the InfoSoc Directive may be actual, constructive, but arguably

also presumed in the case of operators of for-profit platforms. In this sense the *Pirate Bay* judgment may be seen as not departing – but rather building upon – earlier case law, including the recent decisions in *GS Media* and *Filmspeler*.

There are additional aspects of the judgment that deserve consideration, and will likely attract further commentary. The first is the interplay between primary and secondary liability for copyright infringement. The second is the impact that the *Pirate Bay* decision might have on the understanding and application of the safe harbours within the E-commerce Directive. The final aspect relates to the policy debate currently unfolding at the EU level, notably to what has come to be known as the ‘value gap proposal’.

## 3.1. Primary and secondary liability

While EU legislature has harmonized the conditions for primary liability, the existence of and conditions for a finding of liability as a secondary infringer have been left to the legal systems of individual Member States.[[73]](#endnote-72)

It has been argued that, by introducing a knowledge requirement within the scope of primary liability, the CJEU has blurred the distinction between what has been traditionally regarded as a strict liability tort (primary infringement) and liability informed by the defendant’s subjective state of actual or constructive knowledge (secondary infringement).[[74]](#endnote-73)

This argument has merit from a formal standpoint, and may result in practical uncertainties for those EU jurisdictions with a secondary liability regime, notably liability by authorization.[[75]](#endnote-74) One might for instance recall that in the UK the High Court of England and Wales held the operators of The Pirate Bay liable as accessories for users’ infringements.[[76]](#endnote-75) As explained by Arnold and Davies[[77]](#endnote-76) liability by authorization is composed of a conduct element and a mental element. As regards the latter, this must be intended as requiring demonstration of a sufficient degree of knowledge by the defendant of the circumstances and of the acts committed (or about to be committed) by the primary infringer. Further to the CJEU decision in *The Pirate Bay* situations like the one examined by the CJEU should be assessed by national courts under the lens of primary – rather than secondary – liability.[[78]](#endnote-77)

In any case, the CJEU has referred to ‘knowledge’ in the context of Article 3(1) of the InfoSoc Directive since its first decision on this matter, the 2006 judgment in *SGAE*. In that case the Court had been asked to determine whether the installation in hotel rooms of television sets to which a satellite or terrestrial television signal is sent by cable constitute an act of communication to the public within Article 3(1) of the InfoSoc Directive. Answering in the affirmative, the CJEU held that the intervention of the hotel is one that – in full knowledge of the consequences of its action – gives access to protected works to its customers.[[79]](#endnote-78)

## 3.2. Impact on the safe harbour regime

Turning to consideration of the relationship between liability under the InfoSoc Directive and applicability of the E-commerce Directive safe harbours, while the former is without prejudice to the provisions of the latter (Recitals 16 and 20 of the InfoSoc Directive), confirmation that the operators of an online platform may be jointly liable with users for copyright infringement might have an impact on the applicability of Articles 12 to 14 of the E-Commerce Directive.

By proposing the adoption of the E-commerce Directive, the European Commission sought to clarify the responsibility of providers for transmitting and storing information at the request of third parties, that is when providers act as mere intermediaries. As stated by an internal study of the Organisation for Economic Co-operation and Development (OECD),

“The implicit meaning of the word intermediary is that it is located between or among two or more parties, and although they help in the transmission/dissemination process, intermediaries do not initiate decisions to disseminate the content, products or services that transverse their networks or servers. A proposed definition of ‘Internet intermediaries’ is the following: Internet intermediaries bring together or facilitate transactions between third parties on the Internet. They give access to, host, transmit and index content, products and services originated by third parties on the Internet or provide Internet-based services to third parties.”[[80]](#endnote-79)

All this suggests that the insulation[[81]](#endnote-80) provided by the safe harbour regime is not applicable to a provider that goes beyond its passive role of intermediary.[[82]](#endnote-81) This conclusion is supported by both textual references to the wording of the E-Commerce Directive and CJEU case law.[[83]](#endnote-82) Besides the general wording of Recital 42 in the preamble to the E-Commerce Directive, for mere conduit and caching providers it is Recital 44 that explicitly excludes the applicability of the safe harbours in case of direct infringements in collaboration with the recipients of their services. For hosting providers it is fair to assume that the same regime applies. The safe harbour relates to possible liability of a hosting provider on a secondary basis for third-party infringements, not direct infringements by the provider (Recital 46 and Article 14(2)).

Some scholars suggest a different reading of the E-Commerce Directive (notably Recital 42) and relevant CJEU case law, holding that, on the one hand, the safe harbour regime cannot be invoked by providers in relation to their own content (i.e. in case in which they act as editors/publishers) but, on the other hand, the safe harbour protection remains available for third-party content.[[84]](#endnote-83) In this sense, the safe harbours would apply irrespective of the form of liability.[[85]](#endnote-84) In the present case, this position seems to be the one adopted by AG Szpunar in his Opinion.[[86]](#endnote-85)

Even if one regarded this interpretation as the correct one, the Court seemingly took a different direction. First, it omitted any reference to the E-Commerce Directive and, secondly, went beyond AG Szpunar as far as the hypotheses of liability are concerned. Lack of references to the E-commerce Directive may suggest, on the one hand, that the exemptions/limitations from liability envisaged in the latter would not be applicable in case of primary infringement by platform operators and, on the other hand, that the CJEU did not deem this problematic.

As explained, in fact, the CJEU excluded that liability for unauthorized acts of communication to the public would only arise in case of actual knowledge. The Court held that liability would also arise in case of constructive knowledge and – potentially – also in cases in which knowledge is presumed in a *GS Media* sense, i.e. when the platform at issue is operated for profit. In the latter scenario one might wonder to what extent there might be the risk, highlighted by Advocate General Szpunar in his Opinion, that a presumption of knowledge and, hence, *prima facie* liability would result in “imposing on operators of indexing sites of peer-to-peer networks, which normally operate for profit, a general obligation to monitor the indexed content.”[[87]](#endnote-86)

In its most recent decision in this regard, *Mc Fadden*, the CJEU confirmed that a measure that would consist of monitoring all of the information transmitted” must be excluded from the outset as contrary to Article 15(1) of Directive 2000/31”.[[88]](#endnote-87) This conclusion is in line with the seminal decision in *eBay.*[[89]](#endnote-88)

Further clarity on this point may be required. A possible solution may be however to interpret the presumption imposed by the CJEU in *GS Media* as part of a broader obligation to conform to the behaviour of the ‘diligent economic operator’. In this sense, operators of platforms with a profit-making intention would have an *ex ante* reasonable duty of care and be subject to an *ex post* notice-and-takedown system[[90]](#endnote-89), which would also include an obligation to prevent infringements of the same kind, e.g. by means of re-uploads of the same content.[[91]](#endnote-90)

## 3.3. The ‘value gap proposal’

Within the framework of its Digital Single Market Strategy, as first unveiled in mid-2015[[92]](#endnote-91), in the final part of 2016 the European Commission issued a proposal for a directive on copyright in the Digital Single Market.

The draft DSM Directive includes a provision intended to remedy what has come to be known as ‘value gap’. The underlying idea is that the EU liability regime for hosting providers envisaged by Article 14 of the E-commerce Directive would be invoked and applied also in situations in which the relevant conditions would not be met, i.e. in the case of hosting providers that are not merely passive. This would make it difficult – if not impossible – for copyright holders to conclude licensing agreements (whether *tout court* or with appropriate remuneration clauses) with relevant hosting providers.[[93]](#endnote-92)

Entitled ‘Use of protected content by information society service providers storing and giving access to large amounts of works and other subject-matter uploaded by their users’, Article 13 of the proposed DSM Directive provides that:

1. Information society service providers that store and provide to the public access to large amounts of works or other subject-matter uploaded by their users shall, in cooperation with rightholders, take measures to ensure the functioning of agreements concluded with rightholders for the use of their works or other subject-matter or to prevent the availability on their services of works or other subject-matter identified by rightholders through the cooperation with the service providers. Those measures, such as the use of effective content recognition technologies, shall be appropriate and proportionate. The service providers shall provide rightholders with adequate information on the functioning and the deployment of the measures, as well as, when relevant, adequate reporting on the recognition and use of the works and other subject-matter.
2. Member States shall ensure that the service providers referred to in paragraph 1 put in place complaints and redress mechanisms that are available to users in case of disputes over the application of the measures referred to in paragraph 1.
3. Member States shall facilitate, where appropriate, the cooperation between the information society service providers and rightholders through stakeholder dialogues to define best practices, such as appropriate and proportionate content recognition technologies, taking into account, among others, the nature of the services, the availability of the technologies and their effectiveness in light of technological developments.

Read in combination with Recital 38 in the preamble to the proposed directive[[94]](#endnote-93), what the so called ‘value gap proposal’ envisages is that, where a hosting provider stores and provides public access to large amounts of user-uploaded works[[95]](#endnote-94), thereby performing an act of communication to the public within the meaning of Article 3(1) of the InfoSoc Directive, it is obliged to conclude a licensing agreement with the relevant rightholder(s), unless it is eligible for the application of the safe harbour pursuant to Article 14 of the E-commerce Directive. Irrespective of whether the safe harbour in Article 14 of the E-commerce Directive applies, the provider that provides access to large amounts of works should take appropriate and proportionate measures to ensure protection of works or other subject-matter, such as implementing effective technologies.

As clarified by Recital 38, to determine the applicability of the safe harbour protection in Article 14 of the E-commerce Directive, “it is necessary to verify whether the service provider plays an active role, including by optimizing the presentation of the uploaded works or subject-matter or promoting them, irrespective of the nature of the means used therefor.” Such wording suggests that even the use of automatic optimization techniques, e.g. algorithmic optimization, would be sufficient to remove the safe harbour protection within Article 14 of the E-Commerce Directive.

The European Commission’s value gap proposal has been discussed at length in academic circles, particularly with reference to the relationship between the proposal and existing EU legislation (notably the E-Commerce Directive).

A crucial and relatively overlooked aspect of the proposal relates to one of its basic concepts, this being when and in what sense a hosting provider is deemed to perform an act of communication to the public. The proposed directive does not include a definition of what is to be regarded as an act of communication, and Recital 38 laconically states that hosting providers would make an act of communication to the public for the purpose of Article 13 in that, by storing and providing access to user-uploaded content, they would go beyond the mere provision of physical facilities.

Although the rationale underlying the European Commission’s proposal seems rooted within earlier CJEU case law, the *Pirate Bay* decision has definitely aligned case law to policy action, and might have even gone further than the latter.

The European Commission’s proposal states in fact (Recital 38) that the obligation of a hosting provider to conclude an agreement with relevant rightholders would not arise in cases in which Article 14 of the E-commerce Directive applies. Further to the *Pirate Bay* decision this limitation might not have reason to exist: in fact, in a situation in which the operators of a platform are directly responsible for unauthorized acts of communication to the public, the safe harbour within Article of the E-commerce Directive would be arguably inapplicable.

If this reading was correct, then the consequences of the *Pirate Bay* decision would be more far-reaching than what the European Commission envisaged and proposed in its draft Article 13: a hosting provider whose activities fall within the scope of Article 3(1) of the InfoSoc Directive would be always obliged to conclude licensing agreements with relevant rightholders.[[96]](#endnote-95)

# Findings

With its *Pirate Bay* decision the CJEU has not only clarified further *what* amounts to an act of communication to the public within Article 3(1) of the InfoSoc Directive, but also *who* is responsible for it. To achieve this result, the Court: first, excluded that activities consisting of indexing, categorizing, filtering and deleting relevant files containing copyright content could be regarded as akin to the mere provision of physical facilities; and, secondly, relied on the notion of ‘indispensable intervention’ to conclude that operators of an online platform with full knowledge of the consequences of their action could be regarded as primarily liable for unauthorized acts of communication to the public.

Partly distancing itself from the Opinion of AG Szpunar, the Court also dismissed the idea that potential liability under Article 3(1) would be limited to situations in which the operators of an online platform are actually aware of third-party infringements, e.g. because notified to this end by relevant rightholders. The decision, instead, includes among the hypotheses of responsibility also situations in which the platform operators have constructive knowledge of third-party infringements.

In addition, unlike the AG Opinion, the CJEU did not mark a departure from its earlier decisions in *GS Media* and *Filmspeler*. This may suggest that the rebuttable presumption of knowledge that in *GS Media* the Court deemed applicable to a user/defendant that pursues a profit would also apply in the case of online platforms operated for profit.

Overall the *Pirate Bay* decision encompasses different types of platforms and operators with different degrees of knowledge of the character – lawful or unlawful – of the content made available therein. In this sense, for the applicability of Article 3(1) of the InfoSoc Directive knowledge must be intended, not as a subjective state of the defendant but rather as acceptance by the user/defendant of the possible consequences of its conduct.

The *Pirate Bay* decision also prompts a deeper reflection on the relationship between primary and secondary liability, as well as between the InfoSoc Directive and the safe harbour regime within the E-Commerce Directive. In particular, it may be questioned whether the operators of an online platform that were deemed primarily responsible, jointly with users of their service, for unauthorized acts of communication to the public could invoke the protections within Articles 12 to 14 of the E-commerce Directive.

With regard to the current policy discussion, notably the ‘value gap proposal’ within Article 13 of the proposed DSM Directive, the *Pirate Bay* decision demonstrates the alignment between CJEU case law and policy action on the side of the European Commission, especially with regard to the basic idea that the making available, by a hosting provider, of third-party uploaded copyright content, may fall within the scope of Article 3(1) of the InfoSoc Directive.

Unlike the *Pirate Bay* decision, however, Article 13 in the draft DSM Directive contains express references to Article 14 of the E-commerce Directive. Among other things, Recital 38 and Article 13 of the draft DSM Directive exclude that hosting providers that fall within the scope of application of Article 14 of the E-Commerce Directive would need to conclude licensing agreements with relevant rightholders. However, if one accepts that – at certain conditions – a hosting provider may be regarded as primarily responsible for unauthorized acts of communication to the public, then the obligation to conclude licensing agreements would arise as a natural consequence thereof, being in this respect irrelevant any reference to the safe harbour regime.
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