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Abstract
Background
Many individuals with obsessive-compulsive disorder (OCD) do not receive adequate mental health support, and treatment is not always effective for those who do. Digital mental health interventions offer potential to address this gap, but their success may depend on factors such as paranoia and trust. This study examines the relationships among OCD symptoms, cyber paranoia and fear, and trust in technology, focusing on how these factors affect individuals with OCD and their engagement with digital systems.

Methods
This mixed-methods approach included quantitative data from 199 non-clinical control participants and 122 individuals diagnosed with OCD. Statistical analyses examined group differences. Additionally, participants with OCD completed open-ended qualitative questions regarding perceptions of trust, safety, and technology use.

Results
Individuals with OCD scored significantly higher on the Cyber Paranoia and Fear Scale, Paranoia Scale, and Prodromal Questionnaire compared to controls, supporting prior associations between paranoia and OCD symptoms. However, trust-related beliefs and cyber paranoia fears showed no significant group differences. Qualitative responses revealed that technological familiarity, perceptions of safety, and personal trust shaped participants’ comfort and willingness to engage with digital platforms.

Conclusion
The qualitative and quantitative results of this study underscore the relationship between OCD symptoms, paranoia, and cyber-related paranoia and fear. These results contribute to
the growing understanding of what makes interventions trustworthy, particularly for groups that may face additional barriers to access or trust. Promoting technological competence and fostering trust in online systems may help mitigate distress, therefore better supporting individuals with OCD in digital contexts.
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Introduction 

Obsessive Compulsive Disorder (OCD) is a chronic psychiatric disorder, which is characterised by a broad range of symptoms such as intrusive thoughts or mental images, which cause increased anxiety (i.e., obsessions) and repetitive behaviours which help to decrease the anxiety (i.e., compulsions; Starcevic et al., 2011; Stein et al., 2019). These obsessions and compulsions can significantly interfere with daily functioning and quality of life for individuals with OCD. Fortunately, first-line treatments for OCD, including Exposure and Response Prevention (ERP) and Cognitive Behavioural Therapy (CBT) are considered the gold standard, demonstrating high clinical efficacy in reducing symptom severity and improving overall functioning (NICE, 2006). However, between 38-89% of individuals with OCD have not sought or received treatment (Mayerovitch et al., 2003; Subramaniam et al., 2012; Vuong et al., 2016). Among those who do engage in treatment, a subset of patients does not respond adequately or achieve full symptom remission (Sookman et al., 2005). For those who do seek help, there can be a substantial delay in receiving adequate therapy, taking up to 17 years from the onset of symptoms (Ziegler et al., 2021). Additional barriers such as stigma, lack of access to mental health resources, geographical isolation and limited awareness and understanding of OCD further contribute to challenges that could be avoided.

Digital interventions for OCD
[bookmark: OLE_LINK40][bookmark: OLE_LINK41]The growing development of digital mental health interventions offers a potential solution to some of the barriers to accessing conventional first line treatments faced by individuals with OCD. Digital interventions can be delivered synchronously, in real time or involve brief asynchronous contact. Overall, digital interventions have shown to be relatively efficacious in treating OCD. Internet-based Cognitive Behavioural Therapy (iCBT) has demonstrated effectiveness in treating OCD, with sustained benefits observed for up to two years post-treatment (Hoppen et al., 2021; Wootton, 2016). Likewise, self-guided or minimal therapist contact with ERP has proven to have promising results among individuals with OCD (Boisseau et al., 2017; Matthews et al., 2017). Gamoran and Doron (2023) further validated these findings by examining real-world data from a mobile application specifically designed for OCD use, revealing that utilising the app resulted in reductions in OCI-R scores at both assessment points. 

[bookmark: OLE_LINK42][bookmark: OLE_LINK43][bookmark: OLE_LINK48][bookmark: OLE_LINK49]Mobile health applications hold significant potential to alleviate health disparities, particularly by addressing stigma and logistical barriers that disproportionately affect minority and rural populations. These applications serve a variety of purposes, such as enhancing communication (﻿Qudah & Luetsch, 2019), collecting data, offering educational resources (Green et al., 2022), and supporting ongoing adherence to mental health practices (Grossman et al., 2020). Their ability to be used portably may allow users to engage with treatments across a diverse range of contexts, including as a real-time aid for exposure and response prevention in situations individuals may find triggering. Mobile interventions designed for exposure to specific phobias have begun to show benefits in a small number of studies (Mor et al., 2021). Moreover, these interventions have the capacity to provide momentary and spontaneous symptom assessment, facilitating real-time monitoring that could improve the efficacy of interventions by delivering timely feedback and support (Kreyenbuhl et al., 2019; Moore et al., 2014). Additionally, the integration of stimulus control techniques, used within ERP, could enhance adherence and treatment outcomes by helping users manage triggers and maintain consistent engagement with therapeutic exercises. 

[bookmark: OLE_LINK52][bookmark: OLE_LINK53]However, low user engagement remains a prominent issue in digital care, with a notable number of patients failing to utilise treatment apps to their full potential (Borghouts et al., 2021; Lipschitz et al., 2023). Reported reasons for reduced compliance, including lack of time, motivation, and forgetfulness, underscore the necessity for guidance in digital interventions for individuals with OCD to ensure adequate adherence (Schröder et al., 2020). Moreover, while trust, data security, and privacy are recognised as important factors in digital interventions, approaches to enhancing these aspects are often underreported, and the specific measures taken to ensure trustworthiness are not always outlined (Frank et al., 2023; Greenway et al., 2024). Addressing these challenges requires a concerted effort to bridge the gap between the rapid growth of digital mental health interventions and the need to support both their efficacy and safety in practice.

Internet-related symptoms and OCD
[bookmark: OLE_LINK56][bookmark: OLE_LINK57]The existing relationship between OCD and internet and technology is currently limited, often confined to specific OCD subtype of symptoms, and challenging to generalise across diverse technology. Notably, individuals with the hoarding subtype of OCD exhibit a tendency to collect images from the internet, thereby elevating the significance of social media in their lives (Luxon et al., 2019). Additionally, an association between checking behaviour, social media engagement, and the perceived importance of social media has been reported in several studies (Guazzini et al., 2022; Nesi et al., 2021; van Bennekom et al., 2018). 

[bookmark: OLE_LINK54][bookmark: OLE_LINK55]In a case report conducted by van Bennekom et al. (2022), in a specialised OCD clinic, contemporary obsessions and compulsions were frequently revolved around modern technologies, particularly those associated with social media and smartphone features. Since these technologies are commonly used in solitude, symptoms may not be prominently featured in clinical presentations and are currently not explicitly represented in rating scales for OCD. By understanding both facilitators and barriers of technology and digital health platforms, mental health professionals can potentially develop this knowledge to tailor digital mental health interventions, promoting better adherence and improving treatment outcomes.

Suspicion about Digital interventions
While apprehension surrounding internet and technology is thought to be prevalent in the general population (Mason et al., 2014), people with severe mental health disorders may be particularly susceptible to suspiciousness and delusions towards digital interventions and other internet-based technologies. Concerns around data privacy, security, and the perceived trustworthiness of digital interventions may contribute to reluctance in adoption of digital interventions. Trust, in this context referring to the “perceived instrumentality of technology” (Sawrikar & Mote, 2022), is also a key component of traditional mental health treatment. However, a lack of viable alternatives could leave some users feeling forced to interact with systems they do not fully trust (Gentry et al., 2024/pre-print). While significant efforts have been made to increase adherence through the development of online digital technologies, a deeper understanding of the barriers and facilitators of engagement is essential. Strengthening trust and accessibility in digital interventions for OCD could ultimately enhance treatment engagement.

[bookmark: OLE_LINK5][bookmark: OLE_LINK58][bookmark: OLE_LINK59][bookmark: OLE_LINK6]In the last decade, the use of mobile interventions, web-based applications, and virtual reality systems, collectively referred to as eHealth, has grown rapidly. However, it has also prompted concerns about the privacy and control of the data shared in this interconnected world. Patients with OCD often experience heightened feelings of uncertainty (Jacoby et al., 2023) and therefore may experience anxiety in navigating technological landscapes (Ishikawa, 2024). Despite the vast potential, there is a notable lack of research in this area, with individuals with OCD displaying a tendency to disengage from online OCD services, with disengagement rates averaging 28.7%, depending on the level of therapeutic contact (Pearcy et al., 2016). 

Hypothesis
[bookmark: OLE_LINK7][bookmark: OLE_LINK4]This mixed methods study aimed to understand the relationship between OCD symptoms, paranoia, distress and cyber paranoia and fear. As well as the perspectives of individuals with OCD on trust, safety and technology use using qualitative responses.
It is therefore hypothesised that:
1. The OCD group will demonstrate high levels of paranoia, distress and cyber paranoia and fear than the control group.
2. More severe OCD symptoms will be associated with higher levels of paranoia and cyber-related paranoia and fear in the OCD group.
3. Lower levels of experience or knowledge about the internet and associated technology will correspond to a reduced level of trust in these systems across groups.
These hypotheses aim to shed light on the intricate relationship between OCD symptoms, technological experiences, and the trustworthiness of online systems in the context of mental health.

Qualitative analysis of open-ended written responses also set out to understand the individual perspectives of people with OCD about use of digital systems and eHealth.
[bookmark: _Toc178409498]Methods
Participants 

Participants were recruited through Prolific, an anonymous, online research participant platform. This platform allows participants to sign up for surveys in exchange for monetary compensation. Participants were pre-screened for mental health diagnosis by the University of Southampton’s Centre for Innovation in Mental Health screening project. For the present study, participants were eligible for the study if (a) aged 18 and older, (b) resided in the United Kingdom and (c) were pre-screened for a self-reported diagnosis of obsessive-compulsive disorder by a health professional. Demographic data was collected from the participants, including age, gender, and ethnicity (See Table 1).

Procedures 

Participants were shown a copy of the participant information form (Appendix A) on Prolific. If interested, participants were redirected to Qualtrics (Qualtrics, 2005), to complete the study. Participants were shown the information sheet once again with an option to provide consent via a tick box. Participants were first asked to provide basic demographic information, followed by a series of questionnaires about their use of technology and digital systems, as well as if they have ever been offered digital therapy and why they did or did not engage with the services. Participants then completed four validated questionnaires which examined general paranoia, cyber paranoia, online trust, and symptoms of OCD. Three randomly placed attention checking questions were included, to measure respondents’ engagement and ensure scale validity. Once participants had completed all self-reported measures, they were shown a debriefing sheet (Appendix B). The procedure took on average, 20 minutes to complete, and participants were given monetary compensation for their participation at a rate of £6.00 per hour, in accordance with Prolific reward guidance. This study was approved by the Faculty Research Ethics Committee (FREC) at the University of Southampton (Ethics/ERGO Number: 78380)

Measures

The Paranoia Scale (Fenigstein and Vanable, 1992; Appendix C).
The Paranoia Scale (PS) is commonly used in the assessment of paranoia in the general population. The PS comprises 20 items answered as a Likert-scale ranging from 1 (not at all applicable to me) to 5 (extremely applicable to me). Participants are asked to “check the number that best indicates how you feel about the following statements”. Total scores range from 20 and 100, with higher scores indicating more frequent paranoid ideation. Internal consistency in Fenigstein and Vanable’s (1992) original study was reported as good, with Cronbach’s alpha at 0.84. Moreover, Fenigstein and Vanable reported a test-retest correlation of .70, therefore concluding that their scale is a reliable measure. Excellent internal consistency was also displayed within this study, as the alpha coefficient for all 20 items was .94. 

The Cyber-Paranoia and Fear Scale (Mason, 2014; Appendix D). 
The Cyber-Paranoia and Fear Scale is used to investigate the prevalence of paranoid beliefs relating to modern forms of communication, social networks, and surveillance. The scale is comprised of 11 items, six of which are used to measure cyber-paranoia (e.g., I avoid using the internet on personal matters so as not to have my details accessed) and five to measure cyber-fear (e.g., people do not worry enough about threats from their use of technology). Participants answer the scale on a four-point Likert scale from 1 (strongly disagree) to 4 (strongly agree). Both cyber-paranoia and cyber fear have adequate internal consistency, with alpha coefficients of 0.75 and 0.74 respectively (Mason, 2014). Within this study, the internal consistency of the OCI-R total score has been demonstrated to be good (.83). Likewise, cyber fear was good (.80), and cyber-paranoia was acceptable (.67) 

[bookmark: _Toc149586081]Obsessive-Compulsive Inventory- Revised (Foa et al., 2004; Appendix E).
The OCD screening questionnaire used was the Obsessive-Compulsive Inventory- Revised scale (OCI-R; Foa et al., 2002) which is an 18-item self-report questionnaire which measures the severity of obsessive-compulsive symptoms across six subscales. The OCI-R is used to assess symptoms associated with OCD which have been displayed in the last month and are asked to select the answer which best describes how much that experience has distressed or bothered them on a 5-point rating scale, from 0 (not at all) to 4 (extremely). The six subscales include washing, ordering, checking, obsessing, hoarding, and neutralising in order to evaluate potential OCD sub-types. Internal consistency for each of the subscales has ranged from .57 to .93, while for the total score has been demonstrated to be high, ranging from .88 to .92 in previous studies (Hajcak et al., 2004); Williams et al., 2013). 

The OCI-R is not considered a diagnostic measure, however, scores above 21 is suggested to be the optimal cut-off for distinguishing patients with OCD (Foa et al., 2002). The OCI-R has been validated in both clinical OCD samples (Huppert et al., 2007), and non-clinical samples (Hajcak et al., 2004). All items appeared to be worthy of retention, as the alpha coefficient for all 18 items was .90, suggesting that the items have excellent internal consistency.

Peter’s Delusions Inventory-21 (PDI-21; Peters et al., 2004; Appendix F). 
Delusional ideations were measured by the PDI-21, a self-reported scale originally used for assessing symptoms in the general population. All 21 items employed a dichotomous response format (yes/no). If the answer was “yes”, participants were asked to rate including distress, preoccupation, and conviction on a Likert scale, ranging from 1 to 5. Total score is a sum of positive responses, with a maximum score of 21. Cronbach’s alpha has previously been reported at around .77 (Jones & Fernyhough, 2007), in the present work, it yielded an excellent score of .98. 

The Trust Index (Dowthwaite et al; 2020; Appendix G). 
The Trust Index was used to measure online trust through a 5-point Likert scale, rated from 1 (strongly agree) to 5 (strongly disagree), and consisted of 27 items. The Trust Index assessed three distinct dimensions of trust in online environments: the Importance of Trust, Trusting Beliefs, and Contextual Trust. The scale split online trust into three categories, including importance of online trust, trusting beliefs, and contextual trust items. While the Importance and Trusting Beliefs subscales were scored to yield quantitative measures, the Contextual Trust subscale served as an exploratory component to identify trust-sensitive areas within online behaviour. Cronbach’s alpha for all 27 items was considered good (α = .82). 

Use of Technology and Digital Systems 

To assess participants' use of technology and digital systems, a series of open-ended survey questions were used. These questions gathered data on the types of devices participants currently own, their typical usage patterns, and their familiarity with digital tools. Additionally, participants were asked whether they had previously been offered digital interventions and to rate their level of comfort with utilising these interventions. To further explore potential barriers and facilitators, participants were asked to provide insight into the factors they believe could encourage or support the adoption of digital interventions. 

Statistical Analysis
Data was collected using Qualtrics (http://www.qualtrics.com) and analysed using IBM SPSS 29 Mac (v29.0.1.; IBM, 2020). A power analysis was calculated in G* Power (Faul et al., 2007), indicated that the minimum sample size to yield a statistical power of at least .95 with an alpha of .05 and a moderate effect size (d = 0.3) is 90 per group. This study is therefore sufficiently powered with a sample of 122 participants with a diagnosis of OCD, and a further 199 control group participants. 
The normality of the data was assessed using the Kolmogorov-Smirnov test and the Shapiro-Wilk test for each variable. The results showed that the Cyber Paranoia Fear Scale, Paranoia Scale, and OCI Scale were normally distributed, as indicated by non-significant pp-values. However, the Prodromal Distress, Importance of Trust, and Trusting violated the assumption of normality, as the pp-values were significant.
To assess whether there were differences in gender and age distribution between the OCD and control groups, Chi-Square tests for independence were conducted. These tests were necessary to ensure that demographic variables like gender and age were similarly distributed between groups, as significant differences could introduce confounding factors that might affect the interpretation of the results. For gender, the test indicated a significant difference between the groups, χ² (2, N = 321) = 7.394, p = .025, suggesting that gender was not similarly distributed across the OCD and control groups. For age, the Chi-Square test also showed a significant difference in age distribution between the OCD and control groups, χ²(3, N = 320) = 23.427, p = <.001, implying that age might also influence the dependent variables and should be accounted for.

The Box’s M of 55.390 indicates that the homogeneity of covariance matrices across groups is not assumed (F (15, 259096.649) = .3.625, p < .001). This test was conducted to verify the assumption of equal covariance matrices, which is crucial for the validity of multivariate analyses such as MANOVA. Given that the assumption was violation, a bootstrapping procedure was employed, generating 1,000 bootstrap samples for analysis to account for this discrepancy. 
Levene's test was conducted to assess the assumption of homogeneity of variances for the independent variables (see Table 2). The results revealed that equal variances could be assumed for the Paranoia Scale (F = 0.95, p = .331), Importance of Trust (F = 0.29, p =.592), and Trusting Beliefs (F = 0.81, p=.369). However, the assumption of homogeneity of variance was violated for the Cyber Paranoia Fear Scale (F = 11.69, p <.00) and Prodromal Distress (F = 7.92, p =.005).

Qualitative Analysis

Reflexive thematic analysis was used to analyse raw responses from the open-ended questions (See Appendix H for qualitative questionnaire protocol). Familiarisation with the data enabled initial ideas and areas of importance to be identified during the preliminary stages of data coding. Microsoft Excel was used for qualitative data analysis, using a pattern coding process (Saldaña, 2021). The first cycle of coding involved assigning direct, descriptive codes which then were grouped together to identify themes.

[bookmark: _Toc178409502]Results

	[bookmark: OLE_LINK9]
	OCD Group
	Control Group
	Statistical Test 

	
	M (SD)
	n (%)
	M (SD)
	n (%)
	

	Age
	35.17 (9.44)
	
	41.63 (14.48)
	
	t (317) = -15.88, p < .001, d = -1.83

	Gender Identify
	
	
	
	
	χ² (2) = 7.05, p = .029

	Female
	97
	79.5
	134
	30.7
	

	Male
	21
	17.2
	61
	67.3
	

	Non-binary
	4
	3.3
	4
	2
	

	Ethnicity 
	
	
	
	
	

	White Background
	
	119 (97.5)
	
	197 (99)
	

	Black Caribbean/African          Mixed/Multiple ethnic groups
	
	3 (2.5)
	
	2 (1)
	


Table 1. Baseline Demographic Information.
Bivariate correlation 
[bookmark: OLE_LINK2]A Pearson correlation matrix was used to examine the relationships among the dependent variables (Cyber Paranoia and Fear Scale, Paranoia Scale, Prodromal Distress, and Importance of Trust) in both the OCD and control group. (See Table 2). 

Table 2. Pearson Correlation Coefficients for OCD and Control Group Variables.

	Measure 
	M
	SD
	
	
	
	
	

	
	
	
	1
	2
	3
	4
	5

	OCD Group 
	
	
	
	
	
	
	

	1. Cyber Paranoia and Fear Scale
	
	
	
	.481**
	.430**
	.095
	-.099

	2. Paranoia Scale
	
	
	
	
	.621**
	.211**
	-.155

	3. Prodromal Distress
	
	
	
	
	
	.044
	-.118

	4. Importance of Trust 
	
	
	
	
	
	
	-.122

	
	
	
	
	
	
	
	

	Control Group 
	
	
	
	
	
	
	

	1. Cyber Paranoia and Fear Scale
	
	
	
	.320**
	.184**
	.190**
	-.187**

	2. Paranoia Scale
	
	
	
	
	.606**
	.277**
	-.147*

	3. Prodromal Distress
	
	
	
	
	
	.324**
	-.038

	4. Importance of Trust 
	
	
	
	
	
	
	-.062

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	


** p < 0.01 (2-tailed); * p < 0.005; N = 321

3.1.2. 	Multivariate Analysis of Covariance (MANCOVA)

Due to group differences in age and gender, a multivariate analysis of variance (MANOVA) was performed to investigate the effect of group (individuals with a diagnosis of OCD vs. control group participants) on the dependent variables after controlling for age and gender. The results indicated a significant multivariate effect of group, Pillar’s Trace = [.52], F (5, 312) = [68.45], p < .001, partial η² = [.523]. This indicates that the groups (OCD vs. control) differed significantly on the combination of dependent variables, with age and gender explaining 52.3% of the variance.

Participants with OCD scored significantly higher than the control group across all paranoia and distress-related measures, with the strongest effect observed on the Cyber Paranoia Fear Scale. Follow-up univariate ANOVAs indicated differences in the Cyber and Paranoia Fear Scale (F(1, 316) = 279.248, p < .001, partial η² = 0.469), Paranoia Scale F(1, 316) = 23.633, p < .001, partial η² = .070) and Prodromal Distress F(1, 316) = 7.799, p = .006, partial η² = .024 were statistically significant using a Bonferroni adjusted α level of 0.025. Additionally, the main effect of Cyber Paranoia sub-scale, F(1, 316) = 16.36, p < .001, η² = .049 and Cyber Fear subscale F(1, 316) = 136.34 p < .001, η² = .301 were found to be statistically significant. These findings suggest that OCD participants reported elevated paranoia and distress, particularly in relation to cyber-related fears, with group membership explaining 46.9% of the variance. 

Table 3. Descriptive Statistics for Psychological Measures by Group (OCD vs. Control). 

	Measure
	Group 
	M
	SD

	Cyber Paranoia and Fear Scale 
	OCD
	29.63
	5.58

	
	Control 
	20.49
	4.12

	Cyber Paranoia Subscale
	OCD
	13.69
	3.12

	
	Control 
	12.30
	2.87

	Cyber Fear Subscale
	OCD
	13.93
	3.29

	
	Control
	10.40
	2.12

	Prodromal Stress
	OCD
	3.90
	5.22

	
	Control 
	5.59
	7.36

	Paranoia Scale
	OCD
	52.89
	15.97

	
	Control 
	42.05
	15.13



Multiple Regression
[bookmark: OLE_LINK1]A multiple regression analysis was conducted to examine the influence of OCD severity, as measured by the OCI Scale, on several factors: Cyber Paranoia Fear Scale, Paranoia Scale, Prodromal Distress, Importance of Trust, and Trusting Beliefs. The results indicated that the model explained a significant amount of the variance in these factors, F (5,116) = 9.34, p <.001 R² = .287. Meaning that the predictors in the model accounted for 28.7% of the variance in OCD severity measured by OCI-R scale scores.

Examining individual predictors, the analysis showed that Prodromal Distress was a significant predictor of OCI Scale scores (β = .363, t = 3.538, p < .001), suggesting that higher levels of Prodromal Distress were associated with greater OCD severity. Additionally, the Paranoia Scale was also a significant predictor (β = .224, t = 2.080, p = .040), indicating a similar positive relationship with OCD severity. However, no significant relationship was found from Cyber Paranoia and Fear Scale (β = -.038, t = -0.418, p = .677), Importance of Trust (β = .093, t = 1.145, p = .255), and Trusting Beliefs (β = -.014, t = -0.173, p = .863), suggesting that these variables did not significantly contribute to explaining the severity of OCD.
Qualitative Analysis 
Qualitative data were collected from 120 participants in the OCD group, contributing 299 responses to six overarching themes related to factors influencing comfort or discomfort in the use of digital therapeutic interventions. Of the 122 participants in the OCD group, 42% had already been offered a digital intervention to support their mental health, and 86% indicated they would be willing to use a digital intervention if given the opportunity. The identified themes included: Privacy and Security, Personalisation and Adaptability, Accessibility and Convenience, Emotional Comfort and Trust, and Credibility and Professionalism. Figure 1 depicts the six overarching themes. The inner circle of the chart represents the primary categories for each statement, while the outer circle displays the corresponding subcategories.
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Figure 1. Factors Influencing Comfort and Discomfort when using Digital Mental Health Interventions. 

Participants consistently highlighted the importance of robust privacy and security measures. Features such as anonymity, the assurance of a firewall or strong server, and the use of evidence-based systems were described as fostering trust. One participant noted, "I feel comfortable using tools and discussing physical or mental health when I know that my identity is anonymous, and my data is kept completely private." (P87) Conversely, concerns about data leaks and storing personal information undermined trust, with one participant expressing, "Whether my data would get mishandled or passed on to someone else, whether confidential information would get leaked."[P25]

The ability for digital interventions to adapt to individual needs and be personalised emerged as a critical theme. Features such as personalised responses, offering more options, and allowing time to think about responses were valued by participants. For example, participants liked platforms to have "Useful hints and tips, interactive elements, more personalised". [P61] Participants also felt more comfortable opening up on a digital platform, “It feels less intimidating than meeting someone in person. I may find it easier to open up and express my feelings.”[P7]  In contrast, many participants expressed concerns regarding being misunderstood “It can be hard to adequately communicate feelings via text, and words can be easily misunderstood through the internet”, [P8] “there are so many non-verbal elements of communication that would be lost and could be crucial in such a sensitive service”. [P23]

Accessibility and Convenience was another prominent theme. Features such as avoiding waitlists, being easy to use and the flexibility of accessing support from anywhere was highlighted as facilitating the use of digital interventions. Participants reported “I think it could be a really useful and accessible resource, but it would need to be flexible to meet individual needs” [P61], as well as “It feels safe being able to communicate that in the comfort of my own home”. [P62] However, challenges such as connection issues and distractions in the home environment may be seen as barriers. 

Participants emphasised the importance of feeling emotionally safe and supported while using digital interventions. Features that felt not too robotic, less intense, and reassuringly human, like engaging with a real person, helped to create a sense of comfort. One participant stated, "that I'm talking to a real person. that they are listening to me and can show empathy and compassion." [P27] On the other hand, discomfort arose from features like using phones, which were linked to anxiety “having to chat using a video call or phone call as this is a big part of my anxiety”. [P23]

Finally, the perceived legitimacy of the platform and its connections to professional standards were central to participants’ trust. Affiliation to accrediting bodies, particularly the NHS and positive recommendations were important markers of credibility. Conversely, participants were hesitant to use digital intervention on unknown sites or were funded by private corporations “do not trust private corporations with safely storing such sensitive data about me”. [P87]
2. [bookmark: _Toc178409503]Discussion

2.1. [bookmark: _Toc178409504]Summary of Findings

This study aimed to investigate the relationship between OCD symptoms and Internet Technology-Related Distress (ITDS), as well as the influence of technological experience and trust on the severity of OCD symptoms. The findings revealed significant group differences in several psychological variables and identified key predictors of OCD severity, though not entirely in line with the initial hypotheses. Moreover, through the use of open-ended questions, qualitative data underscores the multifaceted nature of comfort and discomfort with digital mental health interventions.

[bookmark: OLE_LINK60][bookmark: OLE_LINK61][bookmark: OLE_LINK10][bookmark: OLE_LINK11][bookmark: OLE_LINK62][bookmark: OLE_LINK63][bookmark: OLE_LINK64][bookmark: OLE_LINK65]Significant group differences were observed on the Cyber Paranoia Fear Scale, Paranoia Scale, and Prodromal Distress Scale, whereby the OCD group scored higher than the control group. The largest effect was observed for the Cyber Paranoia Fear Scale, with a large effect size (partial η² = 0.469), suggesting that paranoia-related fears are particularly elevated in individuals with OCD (van Bennekom et al., 2018). These findings are consistent with previous research that links paranoia and distress with obsessive-compulsive symptoms (Bortolon et al., 2015; Hagen et al., 2017; Petrucci & Gragnani 2019). This highlights the potential impact of online environments on individuals with OCD, underscoring the importance of considering these factors when developing eHealth interventions for this population. This is consistent with the hypothesis that OCD symptoms are linked to trust, suspicion, and delusions associated with technology use, potentially contributing to the reluctance of individuals with OCD to engage with online mental health services. However, contrary to the original hypothesis, there was not a significant relationship between the importance of trust and OCD severity. The Pearson Correlation Coefficients indicated that higher OCD severity was positively correlated with the Cyber Paranoia and Fear Scale and the Paranoia Scale in both the OCD and control group. However, Importance of Trust was not correlated with either group. 

[bookmark: OLE_LINK3]Given that OCD is characterised by heightened uncertainty and intrusive thoughts, it is unsurprising that OCD severity was correlated with higher levels of paranoia (Hagen et al., 2017). It is possible that paranoia in some subtypes of OCD is driven by an excessive need for certainty and fear of potential risks. However, the non-significant correlation with Importance of Trust suggests that while paranoia in OCD is often focused on doubt or uncertainty, it may not necessarily extend to suspicion of others or interpersonal factors. As such, different sub-types of OCD, which focus on personal integrity or other’s intentions, may have a stronger relationship with trust-related beliefs than other subtypes, such as contamination OCD.

[bookmark: OLE_LINK12][bookmark: OLE_LINK13]The multiple regression analysis provided further insight into the factors predicting OCD severity. The model explained 28.7% of the variance in OCD severity, with Prodromal Distress and Paranoia emerging as significant predictors. This suggests that emotional distress, particularly in response to early warning signs of mental health issues, plays a key role in exacerbating OCD symptoms. Paranoia was also a significant predictor, reinforcing the link between cognitive distortions and OCD. These findings are consistent with previous research indicating that paranoid ideation, a predisposition to hallucinations, and OCD are closely interconnected, with evidence showing that metacognition plays a significant role in each of these conditions (Hagen et al., 2017; Hood et al., 2019; Moritza et al., 2010).

Interestingly, the Cyber Paranoia Fear Scale, Importance of Trust, and Trusting Beliefs were not significant predictors of OCD severity. This may suggest that while paranoia and distress are central to the experience of OCD, the specific fears related to cyber paranoia and beliefs about trust do not directly contribute to the severity of symptoms overall. It is possible that these factors are more relevant in specific subgroups or under certain conditions, such within particular types of OCD presentation (Castle et al., 2023) Further research could explore these relationships in more depth, particularly focusing on the contexts in which cyber paranoia may influence OCD symptoms.

2.2. [bookmark: _Toc178409505]Limitations 
Limitations within the dataset include the quality of open-ended questions, as free text responses were often brief or in some cases lacked detail. This may be due to questions lacking structured guidance or being optional among a larger questionnaire. Participants were solely recruited via Prolific, a digital platform. As a result, this study only captures the perspectives of individuals with internet access and a degree of technological familiarity. Excluding the opinions of individuals with OCD who are entirely offline, as well as those who, despite being online, may distrust the internet enough to avoid participating in surveys, potentially omitting a segment of the population that may experience unique challenges or distress related to internet technology. Finally, the sample was skewed towards white, female participants, reducing generalisability.

2.3. Future Directions

The findings of this study carry several important implications. First, the significant relationship between cyber paranoia, fear, and OCD underscores the importance of understanding what makes interventions trustworthy, particularly for groups that may face additional barriers to access or trust. This understanding is crucial for designing interventions that are both more effective and have higher adherence. While eHealth interventions for OCD generally demonstrate high levels of acceptability, addressing the more complex issue of engagement requires consideration of factors at the patient, intervention, and system levels. Further investigation into the specific elements of technology and digital interventions that foster trust is essential for gaining a deeper understanding of why individuals choose to engage or disengage from these treatments. Future research should further explore the complex relationships between psychological factors, such as paranoia, distress, technology-related anxiety, and OCD symptoms, particularly in varied real-world contexts. Exploring these interactions across diverse settings and patient experiences will help refine digital tools, ensuring they are more responsive and effective in addressing the unique challenges faced by individuals with OCD.

2.4. [bookmark: _Toc178409507]Conclusion

The present study highlights the relationship between paranoia and cyber paranoia and fear in individuals with OCD, and the role this has in understanding what makes interventions trustworthy. Additionally, while the relationship between trust in digital interventions and OCD remains a novel area of investigation, this study offers an initial exploration of how obsessions and compulsions may manifest in relation to modern technologies. These findings emphasise the need to consider paranoia-related fears and distress when developing mHealth interventions for OCD. Understanding these dynamics is crucial for improving the design and efficacy of digital interventions tailored to this population. Additionally, open-ended data emphasised the role of trust, safety perceptions, technological familiarity, and credibility in reducing internet delusions or suspicions. Addressing these factors, through improved communication of safety protocols and transparency of data, may reduce distress and improve the acceptability of internet technologies among individuals with OCD.



3. References 

Boisseau, C. L., Schwartzman, C. M., Lawton, J., & Mancebo, M. C. (2017). App-guided exposure and response prevention for obsessive compulsive disorder: an open pilot trial. Cognitive Behaviour Therapy, 46(6), 447-458.

Borghouts, J., Eikey, E., Mark, G., De Leon, C., Schueller, S. M., Schneider, M., ... & Sorkin, D. H. (2021). Barriers to and facilitators of user engagement with digital mental health interventions: systematic review. Journal of medical Internet research, 23(3), e24387.

Bortolon, C., & Raffard, S. (2015). Self-reported psychotic-like experiences in individuals with obsessive-compulsive disorder versus schizophrenia patients: characteristics and moderation role of trait anxiety. Comprehensive psychiatry, 57, 97-105.

Castle, D., Feusner, J., Laposa, J. M., Richter, P. M. A., Hossain, R., Lusicic, A., & Drummond, L. M. (2023). Psychotherapies and digital interventions for OCD in adults: What do we know, what do we need still to explore?. Comprehensive psychiatry, 120, 152357. https://doi.org/10.1016/j.comppsych.2022.152357

Faul, F., Erdfelder, E., Lang, A. G., & Buchner, A. (2007). G* Power 3: A flexible statistical power analysis program for the social, behavioral, and biomedical sciences. Behavior research methods, 39(2), 175-191.

Fenigstein, A., & Vanable, P. A. (1992). Paranoia and self-consciousness. Journal of personality and social psychology, 62(1), 129.

Foa, E. B., Huppert, J. D., Leiberg, S., Langner, R., Kichic, R., Hajcak, G., & Salkovskis, P. M. (2002). The Obsessive-Compulsive Inventory: development and validation of a short version. Psychological assessment, 14(4), 485.

Frank, A. C., Li, R., Peterson, B. S., & Narayanan, S. S. (2023). Wearable and mobile technologies for the evaluation and treatment of obsessive-compulsive disorder: scoping review. JMIR Mental Health, 10, e45572.

Gamoran, A., & Doron, G. (2023). Effectiveness of brief daily training using a mobile app in reducing obsessive compulsive disorder (OCD) symptoms: examining real world data of “OCD. app-anxiety, mood & sleep”. Journal of Obsessive-Compulsive and Related Disorders, 36, 100782.
Gentry, E., Nichele, E., Azim, T., Naiseh, M., Dowthwaite, L., Armouch, M. S., ... & Palmer-Cooper, E. (2024). " I don’t trust it, but I have to trust it": The Paradox of Trust vs Use of Online Technology Across The Mental Health Spectrum.

Green, S. M., Raine, E., Hall, L. H., Collinson, M., Mason, E., Gillies, K., ... & ROSETA investigators. (2022). Developing theory-based text messages to support retention in clinical trials: A mixed methods approach. Research Methods in Medicine & Health Sciences, 3(1), 22-31.

Greenway, F. T., Weal, M., & Palmer-Cooper, E. C. (2024). Hybrid mHealth care: Patient perspectives of blended treatments for psychosis. A systematic review. Schizophrenia Research, 274, 1-10.

Grossman, J. T., Frumkin, M. R., Rodebaugh, T. L., & Lenze, E. J. (2020). mHealth assessment and intervention of depression and anxiety in older adults. Harvard review of psychiatry, 28(3), 203-214.

Guazzini, A., Gursesli, M. C., Serritella, E., Tani, M., & Duradoni, M. (2022). Obsessive-compulsive disorder (OCD) types and social media: are social media important and impactful for OCD people?. European journal of investigation in health, psychology and education, 12(8), 1108-1120.

Hagen, K., Solem, S., Opstad, H. B., Hansen, B., & Hagen, R. (2017). The role of metacognition and obsessive-compulsive symptoms in psychosis: an analogue study. BMC psychiatry, 17, 1-8

Hajcak, G., Huppert, J. D., Simons, R. F., & Foa, E. B. (2004). Psychometric properties of the OCI-R in a college sample. Behaviour research and therapy, 42(1), 115-123.

Hood, H. K., Wilson, G. A., Koerner, N., McCabe, R. E., Rowa, K., & Antony, M. M. (2019). Poor insight in obsessive-compulsive disorder: Examining the role of cognitive and metacognitive variables. Journal of Obsessive-Compulsive and Related Disorders, 23, 100447.

Hoppen, L. M., Kuck, N., Bürkner, P. C., Karin, E., Wootton, B. M., & Buhlmann, U. (2021). Low intensity technology-delivered cognitive behavioral therapy for obsessive-compulsive disorder: a meta-analysis. BMC psychiatry, 21(1), 322.

Huppert, J. D., Walther, M. R., Hajcak, G., Yadin, E., Foa, E. B., Simpson, H. B., & Liebowitz, M. R. (2007). The OCI-R: validation of the subscales in a clinical sample. Journal of anxiety disorders, 21(3), 394-406.

Jones, S. R., & Fernyhough, C. (2007). Reliability of factorial structure of the Peters et al. delusions inventory (PDI-21). Personality and individual differences, 43(4), 647-656.

Kreyenbuhl, J., Record, E. J., Himelhoch, S., Charlotte, M., Palmer-Bacon, J., Dixon, L. B., ... & Li, 

IBM Corp. (2023). IBM SPSS Statistics for Macintosh (Version 29.0.2.0) [Software]. Armonk, NY: IBM Corp.

Ishikawa R. (2024). Cognitive Behavioural Therapy for Obsessive-Compulsive Disorder Related to the Fear of Internet Use: A Case Study. Cureus, 16(9), e70584. https://doi.org/10.7759/cureus.70584

L. (2019). Development and feasibility testing of a smartphone intervention to improve adherence to antipsychotic medications. Clinical schizophrenia & related psychoses, 12(4), 152-167.

Lipschitz, J. M., Pike, C. K., Hogan, T. P., Murphy, S. A., & Burdick, K. E. (2023). The engagement problem: a review of engagement with digital mental health interventions and recommendations for a path forward. Current treatment options in psychiatry, 10(3), 119-135.

Luxon, A. M., Hamilton, C. E., Bates, S., & Chasson, G. S. (2019). Pinning our possessions: Associations between digital hoarding and symptoms of hoarding disorder. Journal of Obsessive-Compulsive and Related Disorders, 21, 60-68.

Mason, O. J., Stevenson, C., & Freedman, F. (2014). Ever-present threats from information technology: the Cyber-Paranoia and Fear Scale. Frontiers in psychology, 5, 1298.

Matthews, A. J., Maunder, R., Scanlan, J. D., & Kirkby, K. C. (2017). Online computer-aided vicarious exposure for OCD symptoms: A pilot study. Journal of Behavior Therapy and Experimental Psychiatry, 54, 25-34.
Mayerovitch, J. I., du Fort, G. G., Kakuma, R., Bland, R. C., Newman, S. C., & Pinard, G. (2003). Treatment seeking for obsessive-compulsive disorder: role of obsessive-compulsive disorder symptoms and comorbid psychiatric diagnoses. Comprehensive psychiatry, 44(2), 162-168.

Mor, S., Grimaldos, J., Tur, C., Miguel, C., Cuijpers, P., Botella, C., & Quero, S. (2021). Internet-and mobile-based interventions for the treatment of specific phobia: a systematic review and preliminary meta-analysis. Internet Interventions, 26, 100462.

Moritz, S., Peters, M. J., Larøi, F., & Lincoln, T. M. (2010). Metacognitive beliefs in obsessive-compulsive patients: a comparison with healthy and schizophrenia participants. Cognitive neuropsychiatry, 15(6), 531-548.

Moore, E., Williams, A., Bell, I., & Thomas, N. (2020). Client experiences of blending a coping-focused therapy for auditory verbal hallucinations with smartphone-based ecological momentary assessment and intervention. Internet Interventions, 19, 100299.

Nesi, J., Burke, T. A., Bettis, A. H., Kudinova, A. Y., Thompson, E. C., MacPherson, H. A., ... & Liu, R. T. (2021). Social media use and self-injurious thoughts and behaviors: A systematic review and meta-analysis. Clinical psychology review, 87, 102038.

National Institute for Health and Care Excellence. (2006). Obsessive-compulsive disorder and body dysmorphic disorder: Treatment (NICE Guideline No. CG31). https://www.nice.org.uk/guidance/cg31

Pearcy, C. P., Anderson, R. A., Egan, S. J., & Rees, C. S. (2016). A systematic review and meta-analysis of self-help therapeutic interventions for obsessive–compulsive disorder: Is therapeutic contact key to overall improvement?. Journal of Behavior Therapy and Experimental Psychiatry, 51, 74-83.

Peters, E., Joseph, S., Day, S., & Garety, P. (2004). Measuring delusional ideation: the 21-item Peters et al. Delusions Inventory (PDI). Schizophrenia bulletin, 30(4), 1005-1022.

Petrucci, M., & Gragnani, A. (2019). Doubts about me, doubts about you: a case of comorbid obsessive-compulsive and paranoid personality disorders. Psicoterapia Cognitiva e Comportamentale, 25(3), 359-375.

Qualtrics, X. M. (2005). Qualtrics survey software [software]. Seattle, Qualtrics.

Qudah, B., & Luetsch, K. (2019). The influence of mobile health applications on patient-healthcare provider relationships: a systematic, narrative review. Patient education and counseling, 102(6), 1080-1089.

Sawrikar, V., & Mote, K. (2022). Technology acceptance and trust: Overlooked considerations in young people's use of digital mental health interventions. Health Policy and Technology, 11(4), 100686.

Schröder, J., Werkle, N., Cludius, B., Jelinek, L., Moritz, S., & Westermann, S. (2020). Unguided Internet‐based cognitive‐behavioral therapy for obsessive‐compulsive disorder: A randomized controlled trial. Depression and anxiety, 37(12), 1208-1220.
Sookman, D., Abramowitz, J. S., Calamari, J. E., Wilhelm, S., & McKay, D. (2005). Subtypes of obsessive-compulsive disorder: Implications for specialized cognitive behavior therapy. Behavior Therapy, 36(4), 393-400.

Starcevic, V., Berle, D., Brakoulias, V., Sammut, P., Moses, K., Milicevic, D., & Hannan, A. (2011). Functions of compulsions in obsessive–compulsive disorder. Australian & New Zealand Journal of Psychiatry, 45(6), 449-457.

Stein, D. J., Costa, D. L., Lochner, C., Miguel, E. C., Reddy, Y. J., Shavitt, R. G., ... & Simpson, H. B. (2019). Obsessive–compulsive disorder. Nature reviews Disease primers, 5(1), 52.

Subramaniam, M., Abdin, E., Vaingankar, J. A., & Chong, S. A. (2012). Obsessive–compulsive disorder: prevalence, correlates, help-seeking and quality of life in a multiracial Asian population. Social psychiatry and psychiatric epidemiology, 47, 2035-2043.

Van Bennekom, M. J., de Koning, P. P., & Denys, D. (2018). Social media and smartphone technology in the symptomatology of OCD. Case Reports, 2018, bcr-2017.

Vuong, T. M., Gellatly, J., Lovell, K., & Bee, P. (2016). The experiences of help-seeking in people with obsessive compulsive disorder: an internet survey. The Cognitive Behaviour Therapist, 9, e14.

Williams, M., Davis, D. M., Thibodeau, M. A., & Bach, N. (2013). Psychometric properties of the Obsessive-Compulsive Inventory Revised in African Americans with and without obsessive-compulsive disorder. Journal of Obsessive-Compulsive and Related Disorders, 2(4), 399-405.

Wootton, B. M. (2016). Remote cognitive–behavior therapy for obsessive–compulsive symptoms: A meta-analysis. Clinical psychology review, 43, 103-113.

Ziegler, S., Bednasch, K., Baldofski4, S., & Rummel-Kluge, C. (2021). Long durations from symptom onset to diagnosis and from diagnosis to treatment in obsessive-compulsive disorder: A retrospective self-report study. PloS one, 16(12), e0261169.

















4. Appendices 

Appendix A: Participant Information Form
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Participant Information Sheet 
 
 
Study Title: Exploring internet- and technology-related delusions of suspicion on engagement with online and digital tools 
Researcher(s): Emma Palmer-Cooper, ITDS Team
ERGO number:	78380            	            	            	             
 
You are being invited to take part in the above research study. To help you decide whether you would like to take part or not, it is important that you understand why the research is being done and what it will involve. Please read the information below carefully and ask questions if anything is not clear or you would like more information before you decide to take part in this research.  You may like to discuss it with others, but it is up to you to decide whether or not to take part. If you are happy to participate you will be asked to sign a consent form. 
 
What is the research about? 
We are inviting you to take part in a study which will investigate perspectives on the barriers and facilitators of engagement with online and digital tools.


Why have I been asked to participate? 
You have been asked to take part because you responded to an advertisement on Prolific. Participants will need to be adults (aged over 18).
 
What will happen to me if I take part? 
This study involves completing a questionnaire which should take approximately 20 minutes of your time. If you are happy to complete this survey, you will need to tick (check) the box below to show your consent. You can stop completing the questionnaire at any point by closing the browser. 
 
The questionnaire is an anonymous mixed methods design, consisting of multiple-choice answer questions and open-ended questions about internet and technology and engagement with digital services. There is not right or wrong answer, so please answer truthfully. Please do not enter any personal data into these open-ended text boxes as you will de-anonymise yourself.

All your data will be kept confidential and only shared with authorised members of the research team.  
 
Are there any benefits in my taking part? 
If you decide to take part in this study, you will help improve our current understanding ITDS and the role they may play on engagement with online and digital tools, improving patient access to digital interventions. On completion of the study, you will receive £6.
 
Are there any risks involved? 
There is a possibility that taking part in this study could cause you some psychological discomfort and/or distress when completing questionnaires about difficult experiences (e.g., mental health conditions, previous adverse events). If this happens, you can contact the following resources for support: 
Samaritans, who are trained to listen non-judgementally to people going through difficult times. You can email them at: jo@samaritans.org and you can call them for free at 116 123. Their website can be found at: https://www.samaritans.org 
 
If you continue to experience any discomfort or distress or have any worries about your physical or mental health, please get in contact with your GP. 
 
 
What data will be collected? 
All information collected for this study will be stored securely on password protected computers and backed up on secure servers. In addition, all data will be pooled and only compiled into data summaries or summary reports. Only the researchers and their supervisors will have access to this information. 
  
The information collected will be analysed and written up and may be published as part of conferences, outreach activities or scientific publications.
  
The University of Southampton conducts research to the highest standards of ethics and research integrity. In accordance with our Research Data Management Policy, data will be held for 10 years after the study has finished when it will be securely destroyed. 
 
 
Will my participation be confidential? 

Only members of the research team and responsible members of the University of Southampton may be given access to data about you for monitoring purposes and/or to carry out an audit of the study to ensure that the research is complying with applicable regulations. Individuals from regulatory authorities (people who check that we are carrying out the study correctly) may require access to your data. All of these people have a duty to keep your information, as a research participant, strictly confidential. 
 
 
Do I have to take part? 
No, it is entirely up to you to decide whether or not to take part. If you decide you want to take part, you will need to complete a consent form to show you have agreed to take part.  
 
 
What happens if I change my mind? 
You have the right to change your mind and withdraw at any time without giving a reason and without your participant rights being affected. 
You can do this online by closing the internet browser, by clicking the x in the corner of the screen.
After the study has ended you can withdraw your responses by contacting us and asking us to remove your data by quoting your Prolific ID. This will not be possible once data has been anonymised for analysis, as we will no longer be able to link your ID to your data.

 
What will happen to the results of the research? 
Your personal details will remain strictly confidential. Research results will be published in academic journals and academic presentations and lay summaries. Research findings made available in any reports or publications will not include information that can directly identify you without your specific consent. 
Anonymised quantitative data will be made available on the Open Science Framework.

 

Where can I get more information? 
If you have any questions or require more information about this particular study, please do not hesitate to contact Dr Emma Palmer-Cooper at: E.C.Palmer-Cooper@soton.ac.uk or Frances Greenway at: f.t.greenway@soton.ac.uk

 
 
What happens if there is a problem? 
If you have a concern about any aspect of this study, you should speak to the researchers who will do their best to answer your questions (Dr Emma Palmer-Cooper: E.C.Palmer-Cooper@soton.ac.uk, Frances Greenway at: f.t.greenway@soton.ac.uk)
 
If you remain unhappy or have a complaint about any aspect of this study, please contact the University of Southampton Research Integrity and Governance Manager (023 8059 5058, rgoinfo@soton.ac.uk). 
 
 
Data Protection Privacy Notice 
The University of Southampton conducts research to the highest standards of research integrity. As a publicly-funded organisation, the University has to ensure that it is in the public interest when we use personally-identifiable information about people who have agreed to take part in research.  This means that when you agree to take part in a research study, we will use information about you in the ways needed, and for the purposes specified, to conduct and complete the research project. Under data protection law, ‘Personal data’ means any information that relates to and is capable of identifying a living individual. The University’s data protection policy governing the use of personal data by the University can be found on its website (https://www.southampton.ac.uk/legalservices/what-we-do/data-protection-and-foi.page).  
 
This Participant Information Sheet tells you what data will be collected for this project and whether this includes any personal data. Please ask the research team if you have any questions or are unclear what data is being collected about you.  
 
Our privacy notice for research participants provides more information on how the University of Southampton collects and uses your personal data when you take part in one of our research projects and can be found at http://www.southampton.ac.uk/assets/sharepoint/intranet/ls/Public/Research%20and%20Integrity%20Privacy%20Notice/Privacy%20Notice%20for%20Research%20Participants.pdf  
 
Any personal data we collect in this study will be used only for the purposes of carrying out our research and will be handled according to the University’s policies in line with data protection law. If any personal data is used from which you can be identified directly, it will not be disclosed to anyone else without your consent unless the University of Southampton is required by law to disclose it.  
 
Data protection law requires us to have a valid legal reason (‘lawful basis’) to process and use your Personal data. The lawful basis for processing personal information in this research study is for the performance of a task carried out in the public interest. Personal data collected for research will not be used for any other purpose. 
 
For the purposes of data protection law, the University of Southampton is the ‘Data Controller’ for this study, which means that we are responsible for looking after your information and using it properly. The University of Southampton will keep identifiable information about you for 10 years after the study has finished after which time any link between you and your information will be removed. 
 
 
Thank you for reading this information sheet and considering taking part in this research. 

O Please tick (check) this box to indicate that you have read and understood information on this form, are aged 18 or over and agree to take part in this survey.

25/05/2023 V2	ERGO: 78380

























Appendix B: Participant Debriefing Sheet
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Exploring internet- and technology-related delusions of suspicion on engagement with online and digital tools 
Debriefing Statement v2, 25/05/2023
ERGO ID: 78380

The aim of this research was to investigate the perspectives on engagement with online and digital systems. It has been shown that the use of adaptive digital strategies has been used to improve clinical engagement in a range of health conditions. However, some people experience internet-and technology-related delusions of suspicion (ITDS), which prevent them from engaging with these systems. 

It is expected that general trait paranoia will be associated with ITDS. Your data will help our understanding of ITDS and the role they may play on engagement with digital health interventions. Once again results of this study will not include your name or any other identifying characteristics.  

You will receive £6 for your participation.

The research did not use deception. Once the project is completed a summary of the research findings will be made available for those that are interested. If you are interested in the summary or have any further questions, please contact me Emma Palmer-Cooper at e.c.palmer-cooper@soton.ac.uk or Frances Greenway at f.t.greenway@soton.ac.uk
 

If you experienced any psychological discomfort or distress, please contact the following resources for support:

Samaritans, who are trained to listen non-judgementally to people going through difficult times. You can email them at: jo@samaritans.org and you can call them for free at 116 123. Their website can be found at: https://www.samaritans.org/

If you have questions about your rights as a participant in this research, or if you feel that you have been placed at risk, you may contact the University of Southampton Head of Research Integrity and Governance (023 8059 5058, rgoinfo@soton.ac.uk).


Thank you for your participation in this research.

Participants completing the study via Prolific can use this link to complete their participation and return to Prolific <link>
Appendix C: Paranoia Scale (Fenigstein and Vanable, 1992)
 
 
Instructions: Please circle the number that best indicates how you feel about the following statements.  
 
Circle the “1” if the statement is Not at all applicable to me 
Circle the “5” if the statement is Extremely applicable to me 
 
	 
	Not at all applicable to me 
	 
	 
	 
	Extremely applicable to me 

	1. Someone has it in for me 
 
 
	1 
	2 
	3 
	4 
	5 

	2. Sometimes feel as if I’m being followed  
	1 
	2 
	3 
	4 
	5 

	3. I believe that I have often been punished without cause  
 
	1 
	2 
	3 
	4 
	5 

	4. Some people have tried to steal my ideas and take credit for them  
 
	1 
	2 
	3 
	4 
	5 

	5. My parents and family find more fault with me than they should  
 
	1 
	2 
	3 
	4 
	5 

	6. No one really cares much what happens to you  
 
	1 
	2 
	3 
	4 
	5 

	7. I am sure I get a raw deal from life  
 
	1 
	2 
	3 
	4 
	5 

	8. Most people will use somewhat unfair means to gain profit or advantage, rather than lose it 
	 
	 
	 
	 
	 

	9. I often wonder what hidden reason another person may have for doing something nice for you 
	1 
	2 
	3 
	4 
	5 

	10. It is safer to trust no one  
	1 
	2 
	3 
	4 
	5 

	11. I have often felt that strangers were looking at me critically  
	1 
	2 
	3 
	4 
	5 

	12. Most people make friends because friends are likely to be useful to them  
	1 
	2 
	3 
	4 
	5 

	13. Someone has been trying to influence my mind  
	1 
	2 
	3 
	4 
	5 

	14. I am sure I have been talked about behind my back  
	1 
	2 
	3 
	4 
	5 

	15. Most people inwardly dislike putting themselves out to help other people  
	1 
	2 
	3 
	4 
	5 

	16. I tend to be on my guard with people who are somewhat more friendly than expected  
	1 
	2 
	3 
	4 
	5 

	17. People have said insulting and unkind things about me  
	1 
	2 
	3 
	4 
	5 

	18. People often disappoint me  
	1 
	2 
	3 
	4 
	5 

	19. I am bothered by people outside, in cars, in stores, etc., watching me  
	1 
	2 
	3 
	4 
	5 

	20.  I have often found people jealous of my good ideas just because they had not thought of them first  
	1 
	2 
	3 
	4 
	5 


 






























Appendix D: The Cyber-Paranoia and Fear Scale (Mason et al., 2014)
 
 
Instructions: Please circle the number that best indicates how you feel about the following statements.  
 
Circle the “1” if you Strongly Disagree  
Circle the “2” if you Slightly Disagree  
Circle the “3” if you Slightly Agree  
Circle the “4” if you Strongly Agree  
 
 
 
	 
	Strongly Disagree 
 
	Slightly Disagree 
 
	Slightly Agree 
 
	Strongly 
Agree 
 

	Increasing computer usage is changing children's brains for the worse 
 
	1 
	2 
	3 
	4 

	It's only a matter of time until the global web is brought down with dire consequences 
 
	1 
	2 
	3 
	4 

	I avoid using the internet on personal matters so as not to have my details accessed 
 
	1 
	2 
	3 
	4 

	I worry about others editing my Facebook page (or similar) without my consent 
 
	1 
	2 
	3 
	4 

	I worry about the effects of electromagnetic waves from mobile phones/phone masts 
 
	1 
	2 
	3 
	4 

	Terrorists will find new ways to use the internet to plan new attacks on the general public 
 
	1 
	2 
	3 
	4 

	Payment cards such as Oyster cards allow the authorities to monitor my travel and purchases 
 
	1 
	2 
	3 
	4 

	Companies that store data on customers are very vulnerable to theft of my private details 
 
	1 
	2 
	3 
	4 






Appendix E: Obsessive compulsive inventory – revised scale (Foa et al., 2004)
	Not at all
0
	A little
1
	Moderately
2
	A lot
3
	Extremely
4


The following statements refer to experiences that many people have in their everyday lives. Tick the number that best describes HOW MUCH that experience has DISTRESSED or BOTHERED you during the PAST MONTH. The numbers refer to the following verbal 


1. I have saved up so many things that they get in the way.				
2. I check things more often than necessary.					
3. I get upset if objects are not arranged properly.					
4. I feel compelled to count while I am doing things.				
5. I find it difficult to touch an object when I know it has been touched by strangers or certain people.					
6. I find it difficult to control my own thoughts.					
7. I collect things I don’t need.					
8. I repeatedly check doors, windows, drawers, etc.				
9. I get upset if others change the way I have arranged things.			
10. I feel I have to repeat certain numbers.					
11. I sometimes have to wash or clean myself simply because I feel contaminated.	
12. I am upset by unpleasant thoughts that come into my mind against my will.
13. I avoid throwing things away because I am afraid, I might need them later.
14. I repeatedly check gas and water taps and light switches after turning them off.	
15. I need things to be arranged in a particular way.					
16. I feel that there are good and bad numbers.					
17. I wash my hands more often and longer than necessary.				
18. I frequently get nasty thoughts and have difficulty in getting rid of them.


Appendix F: Peter’s Delusions Inventory-21 (PDI-21; Peters et al., 2004)
	About the Protocol 

	Description of Protocol: 
 
 
	Peter’s Prodromal Questionnaire–16 (PQ-16) includes 16 self-reported true/false items that screen for the risk of psychosis. Nine items assess perceptual abnormalities and hallucinations, five items assess unusual thought content, delusional ideas and paranoia, and two items assess negative symptoms.    

	Protocol Text: 
 
 
	1.  I feel uninterested in the things I used to enjoy. 
   [ ] True 
   [ ] False 
 
1.1. If True: how much distress did you experience? 
   [ ] 0 No 
   [ ] 1 Mild 
   [ ] 2 Moderate 
   [ ] 3 Severe 
 
2.  I often seem to live through events exactly as they happened before (déjà vu.) 
   [ ] True 
   [ ] False 
 
2.1. If True: how much distress did you experience? 
   [ ] 0 No 
   [ ] 1 Mild 
   [ ] 2 Moderate 
   [ ] 3 Severe 
 
 
3. I sometimes smell or taste things that other people can’t smell or taste. 
   [ ] True 
   [ ] False 
 
3.1. If True: how much distress did you experience? 
   [ ] 0 No 
   [ ] 1 Mild 
   [ ] 2 Moderate 
   [ ] 3 Severe 
 
 
4.  I often hear unusual sounds like banging, clicking, hissing, clapping or ringing in my ears. 
   [ ] True 
   [ ] False 
 
4.1. If True: how much distress did you experience? 
   [ ] 0 No 
   [ ] 1 Mild 
   [ ] 2 Moderate 
   [ ] 3 Severe 
 
5.  I have been confused at times whether something I experienced was real or imaginary. 
   [ ] True 
   [ ] False 
 
5.1. If True: how much distress did you experience? 
   [ ] 0 No 
   [ ] 1 Mild 
   [ ] 2 Moderate 
   [ ] 3 Severe 
 
 
6. When I look at a person, or look at myself in a mirror, I have seen the face change right before my eyes. 
   [ ] True 
   [ ] False 
 
6.1. If True: how much distress did you experience? 
   [ ] 0 No 
   [ ] 1 Mild 
   [ ] 2 Moderate 
   [ ] 3 Severe 
 
 
7.  I get extremely anxious when meeting people for the first time. 
   [ ] True 
   [ ] False 
 
7.1. If True: how much distress did you experience? 
   [ ] 0 No 
   [ ] 1 Mild 
   [ ] 2 Moderate 
   [ ] 3 Severe 
 
 
8. I have seen things that other people apparently can’t see. 
   [ ] True 
   [ ] False 
 
8.1. If True: how much distress did you experience? 
   [ ] 0 No 
   [ ] 1 Mild 
   [ ] 2 Moderate 
   [ ] 3 Severe 
 
 
9.  My thoughts are sometimes so strong that I can almost hear them. 
   [ ] True 
   [ ] False 
 
9.1. If True: how much distress did you experience? 
   [ ] 0 No 
   [ ] 1 Mild 
   [ ] 2 Moderate 
   [ ] 3 Severe 
 
 
10. I sometimes see special meanings in advertisements, shop windows, or in the way things are arranged around me. 
   [ ] True 
   [ ] False 
 
10.1. If True: how much distress did you experience? 
   [ ] 0 No 
   [ ] 1 Mild 
   [ ] 2 Moderate 
   [ ] 3 Severe 
 
 
11. Sometimes I have felt that I’m not in control of my own ideas or thoughts. 
   [ ] True 
   [ ] False 
 
11.1. If True: how much distress did you experience? 
   [ ] 0 No 
   [ ] 1 Mild 
   [ ] 2 Moderate 
   [ ] 3 Severe 
 
 
12.  Sometimes I feel suddenly distracted by distant sounds that I am not normally aware of. 
   [ ] True 
   [ ] False 
 
12.1. If True: how much distress did you experience? 
   [ ] 0 No 
   [ ] 1 Mild 
   [ ] 2 Moderate 
   [ ] 3 Severe 
 
 
13.  I have heard things other people can’t hear like voices of people whispering or talking. 
   [ ] True 
   [ ] False 
 
13.1. If True: how much distress did you experience? 
   [ ] 0 No 
   [ ] 1 Mild 
   [ ] 2 Moderate 
   [ ] 3 Severe 
 
 
14.  I often feel that others have it in for me. 
   [ ] True 
   [ ] False 
 
14.1. If True: how much distress did you experience? 
   [ ] 0 No 
   [ ] 1 Mild 
   [ ] 2 Moderate 
   [ ] 3 Severe 
 
 
15.  I have had the sense that some person or force is around me, even though I could not see anyone. 
   [ ] True 
   [ ] False 
 
15.1. If True: how much distress did you experience? 
   [ ] 0 No 
   [ ] 1 Mild 
   [ ] 2 Moderate 
   [ ] 3 Severe 
 
 
16.  I feel that parts of my body have changed in some way, or that parts of my body are working differently than before. 
   [ ] True 
   [ ] False 
 
16.1. If True: how much distress did you experience? 
   [ ] 0 No 
   [ ] 1 Mild 
   [ ] 2 Moderate 
   [ ] 3 Severe 
 
 
 
Scoring: 
 
Respondents that endorse 6 symptom items or more are considered to be at risk for psychosis. 
 


































Appendix G: The Trust Index (Dowthwaite et al., 2014)

Please think about your online life in general, and then indicate how much you agree or disagree with the following statements. 


	 
	Strongly disagree
	Somewhat disagree  
	Neither agree nor disagree  
	Somewhat agree  
	Strongly agree  

	I would stop using a website if I didn’t trust it  (1)  
	·  
	·  
	·  
	·  
	·  

	I use websites that give me what I want even if I don’t trust them  (2)  
	·  
	·  
	·  
	·  
	·  

	I think about trust when I am online  (3)  
	·  
	·  
	·  
	·  
	·  

	Users should be able to trust the websites they use  (4)  
	·  
	·  
	·  
	·  
	·  

	I often use websites that I don’t trust  (5)  
	·  
	·  
	·  
	·  
	·  

	I feel a sense of trust in most of the websites I use  (6)  
	·  
	·  
	·  
	·  
	·  

	Most of the websites I use act in people’s best interests  (7)  
	·  
	·  
	·  
	·  
	·  

	I have confidence in most of the websites I use to do what they say they will  (8)  
	·  
	·  
	·  
	·  
	·  

	Most of the websites I use treat their users fairly  (9)  
	·  
	·  
	·  
	·  
	·  

	Most of the websites I use are basically honest  (10)  
	·  
	·  
	·  
	·  
	·  

	Most of the websites I use are trustworthy  (11)  
	·  
	·  
	·  
	·  
	·  

	I am more likely to trust websites that I have used before  (12)   
	·  
	·  
	·  
	·  
	·  

	A good brand reputation increases my trust in a website  (13) 
	·  
	·  
	·  
	·  
	·  

	I am more likely to trust websites that are easy to use  (14) 
	·  
	·  
	·  
	·  
	·  

	I trust websites more if my friends and family use them (15) 
	·  
	·  
	·  
	·  
	·  

	Negative feedback in the press or on social media reduces my trust in a website  (16) 
	·  
	·  
	·  
	·  
	·  

	Overall, online reviews are usually trustworthy (17)   
	·  
	·  
	·  
	·  
	·  

	In general, when online I trust that I will get the best recommendations for me  (18) 
	·  
	·  
	·  
	·  
	·  

	In general, websites that clearly display their security measures are more trustworthy (19) 
	·  
	·  
	·  
	·  
	·  

	Websites that give me control over my data are more trustworthy (20) 
	·  
	·  
	·  
	·  
	·  

	I don’t trust sites that ask for personal data without explanation  (21) 
	·  
	·  
	·  
	·  
	·  

	I consider whether I trust the website when using a site that requires my financial details  (22)  
	·  
	·  
	·  
	·  
	·  

	It is important that I trust the social media platforms that I use  (23) 
	·  
	·  
	·  
	·  
	·  

	I don’t need to trust sites that I go to for purely entertainment purposes (24)  
	·  
	·  
	·  
	·  
	·  

	I look at the relevant website policies before I can trust the site  (25)  
	·  
	·  
	·  
	·  
	·  

	In general, when online I trust that search results will be reliable  (26)  
	·  
	·  
	·  
	·  
	·  

	My trust in a site is affected by the algorithms that it uses  (27)  
	·  
	·  
	·  
	·  
	·  




Appendix H:  Qualitative Questionnaire Protocol of Use of Technology and Digital Systems
 
Do you currently own a (select all that apply) 
Mobile phone/smart phone 
Laptop 
Tablet 
Smart tv 
Smart watch 
Other smart device (please state) 
· Extra questions for each device 
· How frequently do you use this device 
· What do you use the device for 
 
Have you recently (in the last 5 years) used one of the following online services to support your health: (select all that apply) 
a. Online chat rooms/message boards (self- or other health support) 
b. Text reminders (appointments etc.) 
c. Telehealth appointments (telephone doctors appts etc.) 
d. Online psychological therapy – with a person 
e. Online psychological therapy – with a chatbot 
f. Online physical therapy 
g. Other – please state 
[text]
 
Have you recently (in the last 5 years) used one of the following in-person services to support your health: (select all that apply) 
a. Group support meetings 
b. Doctors appts  
c. In person 1:1 psychological therapy 
d. Online physical therapy 
e. Other – please state 
[text]

Did the pandemic lockdown measures influence your use of online services? Please explain below:
[text] 

How would you rate: 
	1 = Very low  
	2 = Low 
	3 = Moderate 
	4 = High 
	5 = Very high 


 
	 
	 
	1 
	2 
	3 
	4 
	5 

	1 
	Your overall digital literacy 
	 
	 
	 
	 
	 

	2 
	Your knowledge of how to keep safe online 
	 
	 
	 
	 
	 

	3 
	Your ability to tell whether or not a website is trustworthy 
	 
	 
	 
	 
	 

	4 
	Your knowledge of how to control your personal data online 
	 
	 
	 
	 
	 

	5 
	Your ability to control what happens to you online 
	 
	 
	 
	 
	 

	6 
	Your ability to find reliable information online 
	 
	 
	 
	 
	 


 
How often did you do the following things online in the past four (4) weeks? 
	1 = Very rarely or never  
	2 = Rarely 
	3 = Sometimes 
	4 = Often 
	5 = Very often or always 


 
	 
	 
	1 
	2 
	3 
	4 
	5 

	1 
	Socialising (e.g. social media, WhatsApp) 
	 
	 
	 
	 
	 

	2 
	Making purchases (including travel/food/tickets for events) 
	 
	 
	 
	 
	 

	3 
	Finding information (news sites, search engines) 
	 
	 
	 
	 
	 

	4 
	Watching videos or playing games (including TV/films) 
	 
	 
	 
	 
	 

	5 
	Sharing or creating content (e.g., photos, videos, links, blogs) 
	 
	 
	 
	 
	 

	6 
	Finance or organisation (e.g., online banking, booking appointments) 
	 
	 
	 
	 
	 


 
Please list what makes you feel comfortable using an online tool to discuss or support your physical or mental health.  
[text] 
 
Please list what makes you feel uncomfortable using an online tool to discuss or support your physical or mental health 
[text] 
 
 
Have you ever been offered an online intervention to support your mental health? E.g., psychological therapy or training. 
· Did you use in the digital therapy offered to you? 
· *If yes* In a few sentences, can you tell us about the digital therapy you were offered?  
· *If no* In a few sentences, can you explain why you did not use the digital therapy offered to you?  

Would you be willing to use an online intervention to support your mental health, if given the opportunity?  
· *If yes* Can you briefly explain why you would be willing to engage in digital therapy?  
· *If no* Can you briefly explain why you would not be willing to engage in digital therapy? 
 
Would you feel more comfortable using your own device or a device provided to you for the purpose of a digital intervention?  
· Own device  
· Device provided  
· I would be comfortable with either  
 
 
Would the type of organisation that has developed an online intervention influence how comfortable your felt about using it?  
· Yes 
· No 
· Unsure 
If Yes or Unsure 
 
Which of the following organisations would you trust (select all that apply) 
· NHS 
· University 
· Company 
· Other (please state) 
· If you would like to add more information about this, please write it here. 
[text]
 
Would information about how data was used for an intervention influence how comfortable you felt about using it? 
· Yes 
· No 
· Unsure 
· If you would like to add more information about this, please write it here. 
[text]
 
 
Where would you feel most comfortable engaging in a digital intervention?  
· At my home connected to WIFI  
· At my home connected to mobile phone network  
· A public location connected to WIFI  
· A public location connected to mobile phone network 
·  At someone I trusts house connected to WIFI  
· At someone I trusts house connected to mobile phone network.  
· If you would like to add more information about this, please write it here. 
[text]
 
 
Is there anything else you would like to tell us about your use of or feelings about the internet or digital technology? Please do so below. 
[text]
 
 
Is there anything else you would like to tell us related to this study? Please do so below. 
[text]
 

image1.png




image2.jpeg
UNIVERSITY OF

Southampton




